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1 Welcome to Digifort Standard Manual

This User Manual and Technical References provide all the
information needed to effectively implement and use all of the
basic and advanced features found in the Digifort System’s
Sunweillance Client Standard.

This manual is constantly updated and does not include the
features for Digifort’s Beta versions.

A

1.1 Screen Shots

The screen shots contained in this manual may not be identical to the interface that you will see
using the Suneillance Client. Some differences may appear, with no impairment in use of this
manual. This is due to the fact that frequent updates and the inclusion of new features are carried
out with the purpose of continuous improvement of the system.

1.2 For whom this manual is intended

This manual is directed toward the administrators and operators of surveillance stations.

1.3 How to use this manual

This manual is structured into chapters, topics and sub-topics.
Important:

¢ If your version is not the Enterprise, some features may present limitations. To know the
limitations of your version check the Feature Matrix table on the www.digifort.com site.

e The screenshots in this manual are originally taken from the Enterprise version. For this reason,
some features may present differences in the screenshot from the version you are using. We are
constantly updating this manual and improving its content.

1.4 Prerequisites

For complete appreciation of the content of this manual, some prerequisites are necessary:

¢ Use of computers and their peripherals equipment.

© 2002 - 2020 by Digifort, all rights reserved
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¢ Use of the Microsoft Windows operating system.
¢ Knowledge of client-sener architecture.
¢ Knowledge of computer network architecture.
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2 The Surveillance Client

The Surweillance Client is the module responsible for the suneillance of cameras and the receipt of alerts
configured by the administrator.

The Digifort System allows simultaneous suneillance of several cameras at the same time by way of
views, which can be dynamically created. It offers the capacity of controlling movable cameras with PTZ
functions (Pan Tilt Zoom) and IO control, permitting the setting off of alarms, the opening of electronic
doors and the receipt of alerts from motion sensors.

It's also possible to execute video recording in local HD, creating a copy of the images received from the
selected cameras in the suneillance station, allowing for the recording of this part of video in a CD or
DVD for later visualization in any other computer.

Like the Administration Client, the Surweillance Client also has the capacity to monitor several seners
simultaneously. With this feature, images of various cameras can be monitored alone or mixed in a view
in a way transparent to the user. Using a set of special tools, it allows for live detection of motion and
automatic control of image quality.

The Surweillance Client also allows interoperability among the Explorer, Standard and Enterprise
versions, that is, the Suneillance Client can monitor cameras of seners of other versions.

Attention

It's not recommended to execute the Suneillance Client in the same computer as the Digifort
Seneer, except for small installations, as the processing used by the Suneillance Client for
displaying cameras in the screen could hinder the recordings carried out by the Digifort Server. This
is due to the fact that the Suneillance Client needs to decode the images for displaying on the
screen, and, depending on the number of cameras in the screen, this processing can be high

2.1 How to execute the Surveillance Client

To access the Suneillance Client, locate the Digifort Surveillance icon on your Desktop Digifort
7.3.0.0 Monitoramentoor in Start->Programs->Digifort->Clients->Suneillance.
The following should show up on the screen:

© 2002 - 2020 by Digifort, all rights reserved



12 Surveillance Client - Version 7.3.0.0

Digifort Explorer - Surveillance Client - Monitor 1

O digifort

This is the Surweillance Client's main screen.
Clicking on the triangle in the bottom left corner, a menu is displayed with the following tools:

2.1.1 Configurations button

Opens the configurations screen of the Suneillance Client.

2.1.2 Recordings button

EH MEDIA PLAYER

Opens the recordings screen, in which you will be able to select any camera of the system and
visualize the recorded \ideos filtered by date and time.

© 2002 - 2020 by Digifort, all rights reserved
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2.1.3 Trigger Events button

W TRIGGER EVENTS

Opens the screen for setting of trigger events, which can be, for example, the opening of an electric
lock. To learn how to register manual events, consult the manual of the Administration Client.

2.1.4 Analytics records

Opens screen with analytics records.

|4 ANALYTICS RECORDS

The analytics records make it possible to search the system’s analytical events and generate
reports.

215 LPRReports

Opens screen with analytical records.

d=b LPR RECORDS

The analytical records make it possible to search the system’s LPR events and generate reports.

© 2002 - 2020 by Digifort, all rights reserved
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2.1.6 Virtual Keyboard

Opens the Digifort virtual keyboard.

Di gifort Virtual Keyboard

ctrl | Ak AtGr| ctl | — 1] =

The suneillance client can use the virtual keyboard without needing a physical keyboard.

2.1.7 EventlLog

A\ EVENT LOG

Opens the Event Log Screen.
To learn about this feature see chapter Logs de eventos|29)

2.1.8 Audit

It opens the Audit logs.

The audit logs screen allows you to query the audit of all connected servers simultaneously.

© 2002 - 2020 by Digifort, all rights reserved
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2.1.9 Close button

Closes the surweillance client.

2.1.10 Update Button

Updates the Sunweillance Client configurations.

Whenever changes are made to the user configuration in the Administration Client, this button must
be pressed to ensure the command is effected. All other configurations made to the Administration
Client are automatically updated in the Surveillance Client.

2.1.11 Full-screen button

Expands the space resened for visualization of the camera by filling the entire screen. To return to
the normal mode, press the ESC key on your keyboard.

2.1.12 Button Minimize to System Tray

v

Minimizes the system in the same bar where you can find the Windows clock

2.1.13 Controls

To enter on Controls mode, click as shown below:

© 2002 - 2020 by Digifort, all rights reserved
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2.1.13.1 PTZControls Options

The Surweillance Client has the basic PTZ controls in its main screen, as shown in picture
below.

The functioning of PTZ controls will be detailed in the PTZ[24 section.
2.1.13.2 PTZuse status

When a user is using PTZ the icon is shown near the PTZ control. By placing your mouse over
the icon you can see which user is interacting with the selected PTZ camera.

2.1.13.3 Focus Button

N

Zooms in or out if the camera includes this function.

2.1.13.4 Digital PTZ Button

Activates or deactivates the Virtual PTZ in Dome cameras

© 2002 - 2020 by Digifort, all rights reserved
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2.1.13.5 Iris Button

@ - |+

Increases or decreases the camera’s iris opening, if this exists.

2.1.13.6 Joystick button

Activates or disactivates the visual joystick. To learn how to use this feature, see Movement via
Visual Joystick/[125)

2.1.13.7 Home Position Button

The camera mowes to the Home position.
2.1.13.8 Screen wiper

Activates the camera’s screen wiper, if this exists.
2.1.13.9 Presets Button

pre: (D O

Executes or saves a preset.

To execute a preset, simply select it from the list and click on play as shown below:

To record a preset, click on the icon E give it a name, and click on Ok as shown below:

© 2002 - 2020 by Digifort, all rights reserved
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Add preset

Mumber Preset description

2.1.13.10 PTZ Surveillance Button

Pauses or begins PTZ sunweillance. To learn how to create PTZ suneillance, refer to the
Administration Client manual.

2.1.13.11 Auxiliary Button

o= EEEE) OO |

Activates or deactivates the camera's support function, if this exists. To learn how to register support
functions refer to the Administration Client manual.

2.1.14 Audio

To enter in audio mode, click the button as shown below:

Digifort has the functionality to listen to audio from a camera and send an audio to your
speakers.

2.1.14.1 Listen

You can listen to a camera by simply selecting it in the box as shown in the picture below or by
clicking on its image in the mosaic.

¢ Mute button: Mutes the audio from the camera
¢ Volume bar: Shows the audio volume in real time

2.1.14.2 Speak

Some cameras allow audio to be sent to your speakers, ie the operator can talk through the
camera.

© 2002 - 2020 by Digifort, all rights reserved
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To speak, simply select the camera in the box and click on the button below:

NOTE: To speak, the operator must maintain the above button pressed.

It is possible to speak to multiple cameras simultaneously, ie sectorize the audio areas.
To create a group of cameras to send the audio, simply click on the + sign and the following window
will open:

Audio output device group

Mame
External

Description
Audio to external cameras|
Group devices

Devices

© 2002 - 2020 by Digifort, all rights reserved
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* Name: Name of camera group
» Description: Description of the group created
» Devices: Click on Add to enter the cameras in the group

To change a group you created, select it and click on the button: -
To delete a group you created, select it and click on the button: +

2.1.14.3 List cameras

B List only devices on screen

e List only the cameras on screen: Select for the selection boxes to only show the
cameras that are in the current mosaics, otherwise, all cameras will be available.

2.1.14.4 Volume

Adjust the wlume of your speaker and microphone by dragging the blue bars shown in the image
below:

) .

2.1.15 Screenstyles Options

The Sunweillance Client has eight Screenstyles, which are located in the lower part of the system, as
shown in picture below.

The functioning of the Screenstyles will be detailed in the Working with Screenstyles| 6.

2.1.16 List of Objects

The list of objects includes all Digifort’s visual functionalities as shown in the picture below:

© 2002 - 2020 by Digifort, all rights reserved
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Objects  Monitors
Chjects

=]

#

B Cameras

;.1 Map (Map 1)
B @@ Analytics

The picture above shows all the objects found in Digifort:

e Cameras: Shows all the cameras registered in the Administration Client. To see the view of the

camera click on its icon and drag towards a screen style.

e Screen styles (Views): Shows all the screen styles saved in the Suneillance Client per category.

Example: Only screen styles with 4 cameras, 6 cameras, etc). To see the screen style double click

on its icon.

e Maps: Shows all the maps registered in the Administration Client. To see the map click on its
icon

and drag it to a screen style.

¢ Analytics Records: Shows all the analytic records registered in the Administration Client. To see
the

analytic records click on the icon and drag it to a screen style.

e LPR (License Plate recognition): Shows the objects for plate recognition registered in the

Administration Client. To see the LPR click on its icon and drag it to a screen style.

© 2002 - 2020 by Digifort, all rights reserved
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Nota

The objects appear according to each user’s rights. To understand how to configure the
user right, refer to the Administration Client manual.

After registering the senvers (see Configuring the server to be monitored| %), if the surveillance client
is updated, the objects registered on the sener can be seen on the list at the side as shown below:

In the list of objects you can use a search to quickly find a specific object. To use the filter just enter
in the field indicated in the figure below:

© 2002 - 2020 by Digifort, all rights reserved
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Obj

*

B Cameras

%

‘p Mosaic 1
E-§3 Maps

89 Map (Map 1)
@R Analytics

e Analytic (Analytic)
B-i= LPR

Camera LPR 1 {Camera LPR

Camera LPR Camera LPR

Camera LPR 3 (Camera LPR Z

1

Another view option is to click on Servers and from here you can separate the objects into their

respective servers as shown below:

ameras

-] ;i Maps
o @& Analytics

To check status, connect or disconnect the registered seners, click on the Servers

option as shown

© 2002 - 2020 by Digifort, all rights reserved
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below:

To disconnect a server, simply double-click on it. In the picture below, the ‘Digifort’ server has been
disconnected..

SEVEr Status

. Digifort

inected (admin)

If there is a problem with the server connection, an error message is shown on the Status column.
The picture below shows an error in the ‘Digifort’ server where the system’s versions are
incompatible.

© 2002 - 2020 by Digifort, all rights reserved
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2.1.16.1 Camera Status

E This icon means that the camera in question is a Dome camera, i.e. it includes the Pan or
Tilt features.

i

This icon means that the camera in question is a Dome camera, i.e. it includes the Pan or
Tilt features.

These icons mean that the camera in question is deactivated at the Administration Client.

These icons mean that the camera in question is activated but is not recording

These icons mean that the camera in question is activated and recording.

These icons mean that the camera in question is activated, recording and detecting
movement. The detection of movement is only indicated if the camera is recording by
movement or has some sort of alarm configured for movement. (To learn about movement
detection, refer to the Administration Client manual).

Om O OF O]

These icons mean that the camera in question is out of order.
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3 Configuring the Surveillance Client

This area of the system allows you to configure and customize the Sunweillance Client. It's

necessary to specify the seners that will be monitored and the parameters of the Suneillance Client
environment.

To access the configurations area, click on the Configurations button located on the tool bar on the
right side of the system.

If you add, modify, or exclude any sener in the configuration of the client, then you must click on the
Update button so that the Surveillance Client reconnects to the serners using the desired

configurations. Any other modification of the configurations will be applied when a new view or
camera is selected in the screen.

3.1 General Configurations

By clicking the Settings button, as explained abowve, the following screen will be displayed:

m startup
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This is the General Settings screen of the Suneillance Client; it gives you the following options:

3.1.1 Remember the last selected view when opening the system

When you select a view or a camera, the system automatically keeps your reference so
that when the Suneillance Client is reopened, the same camera or view reappears
automatically in the screen. If this option is not marked, no camera or view will be loaded
automatically for exhibition when the Suneillance Client is opened.

3.1.2 Remember the last selected tile when changing layouts

The Surveillance Client now provides the option to load or not load the last selected tile to switch
between screen styles (Layouts). The default option is to always load the latest tile selected,
thus maintaining compatibility with the behavior of previous versions..

3.1.3 Keep objects on screen when changing layout

By default, when you select a new layout the system will clear the screen so that the
new layout is displayed empty (unless the option "Remember the last tile when switching
layouts" [ is selected). However, with this option selected, the system will keep the
camera, or cameras, that are already on screen and populate the next layout, thus
allowing the user to "open more space" for creating mosaics. If the selected layout
has fewer spaces than the number of cameras on screen, the system will remove the
excess cameras.

3.1.4 Initialize the surveillance client upon initialization of the operating system

It initializes the suneillance client when the operating system starts by automating the cameras'
monitoring process.

3.1.5 Hidetool bars on startup

Hide the control bars when system is started

3.1.6 Directory for local recording

Digifort has the functionality to make recordings on the monitoring computers. Enter the location
where the videos will be saved here. It is also possible to select whether the local recording will
be made in Native format (with the player) or MP4. To learn how to make local recordings see
the chapter Executing Local Recording[ 23]
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3.1.7 Control bars

This option allows for the positioning of the side bar on the left or right of the monitor.

o Left: Positions the bar on the left of the screen.
¢ Right: Positions the bar on the right of the screen.

3.1.8 Screen

This option allows Digifort to be have windows like those of Windows or in fullscreen.
e Windowed: Digifort behaves like a Windows window with the minimization, maximization

and resizing options.
e Full screen: Digifort will occupy the entire screen.

3.1.9 Listof objects

You can choose how the identification of objects will appear in the list of objects in the
Object List/ ' monitoring client

* Name and Description: Displays the name and description of the camera.
* Name only: Displays only the name of the camera in the list.
» Description only: Displays in the list only the camera description

3.1.10 Show deactivated cameras

The deactivated cameras are shown in the list of objects.

3.1.11 Display only the tiles of the selected style

By default the system will display only the tiles of the selected layout, but when disabling the "
Only show the selected layout tiles", all tiles are displayed in the object list, and when
selecting a tile of a different layout, the system will automatically change the layout.

3.1.12 Standard directory for exporting

Sets a default directory for saving screen photos and exported videos. In addition, in
this section there is the option to put a name, date and time on the exported images.
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3.2 Configuring the servers being monitored

To configure the servers to be monitored by the Suneillance Client, click on the Settings button, as
previously explained, and then click on the Seners tab to prompt the following screen to be
displayed:

nt must

Name De=criptian

!_Jln::-:-ai

This is the server configuration screen. On this screen, it is possible to configure which servers the
Surweillance Client will monitor.

Keeping in mind that the Digifort System architecture is client-server, as many servers as desired
can be added, from either your local network or the Internet. This way, the Suneillance Client will
monitor all of them simultaneously, as if it were a single senser.
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e Display server list to the user: Enables or disables the connections tab according to the
seners available on the Sunwillance Client main screen.

¢ Reuse the same login for all servers: Uses the login informed by the user on all registered
senvers. This option is intended to facilitate the login on multiple seners.

e Use operation with Failover servers: This option allows the cameras in the mosaic to be
automatically replaced by the cameras from the failover server when Digifort is used with
failover servers.

e Do not display alert messages from servers: This option disables alert messages (such as
licensing or database) that appear when logging on to seners, being particularly useful in
applications where the monitoring client is being displayed on a video wall, without an operator
controlling.

¢ Ping Interval: This value is used to verify that the server is still available and
functioning, if the server does not respond to the Client's ping message, then the connection will
be terminated and restarted. In case of using Failover servers, use smaller values
for the client to identify more quickly in case the main server becomes unavailable,
so the change to the Failover server will occur more quickly.

Note

When adding, changing or removing a server, the Suneillance Client must be updated
by clicking on the Update button on the main screen.

3.2.1 Adding, changing and removing a server

To add a sener, click on the Add button; to change a sener select the server wanted from the list of
serners and click on the Change button, or, if you prefer, double-click on the sener selected. To
remove a sernver, select it and click on Remowe.

The figure below shows the screen where you can add or change servers.
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Server Registration

er Name

Crescription

Auto Login

e Server name: Give the server an identification name. Once saved, this hame cannot be
changed as it will be used to identify the sener in the Surweillance Client.

e Server IP: Fill in this field with the server's IP address. A DNS address can also be used.
e Port: Type the connection port with the sener; the standard port is 8600.

e Description: Type a short description for the server only used to help it being identified in
the system by the operator.

e Auto Login: This option enables the user and password fields to be filled in. By enabling
this option, whenever the Suneillance Client is executed or updated it will use the
username and password provided to make the authentication in the server. If this option is
unchecked, the user must type his username and password to enter the login screen
which appears when the client connects to the senser.
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e Connecting: Select Internal Connection if the sener is on your local network or External
Connection if it is on the Internet. The Internal Connection option uses the Private IP
configurations, and the External Connection uses the Public IP configurations. Those
configurations are carried out in the Administration Client for each camera.

¢ Method to receive media: In this option, it's best to choose the Onicast or Multicast
method to send video to the client. To find out more about the Multicast sending method
refer to the monitoring client manual

e Active: Uncheck this option if you don’t want the Surweillance Client to connect with this
sener. By unchecking this option no camera on this sener will be available for viewing.

e Servers: Shows all the Digifort seners found on the network. Double-click on one of the
seners on the list and the Server IP and Port will be automatically filled in.

¢ Automatic Connection: Enables the Suneillance Client to automatically connect to the
sener when starting or updating.

Once the parameters have been filled in, click on OK to sawe the server or click on Cancel to cancel
your editing..

Important

If the user password informed in the auto-login fields is modified by the administrator in the
Administration Client or modified by the user himself by way of the password modification
module, the values informed here must be updated.

Dica

If the Digifort Server is executing in the same computer as the Suneillance Client, the Loopback
IP identified by 127.0.0.1 can be used.

3.3 Live Surveillance Configurations

After clicking on the Configurations button, as explained before, and on the Live Surweillance tab,
the following tab will be displayed:
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d cameras in full =

This configuration is divided into three parts: live surveillance configuration, camera information,
and configuration of image resizing.

e Show cameras title bars: It shows a black bar where the camera information will be
positioned at the top of the image.

e Show name on camera titles: Display the camera name at the top of the image.

e Show description on camera title: Display the description of the camera at the top of the
image.

e Show description on camera title: Displays the description of the camera at the top of the
image.

e Show date on camera titles: Display the current date at the top of the image.
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e Show time on camera titles: Display the current time at the top of the image
¢ Fonts: Option to change the font with which the descriptions of cameras will be displayed.

With all previous options active With no previous option active

e Display reconnection message: When the communication with the camera fails for any
reason and this option is enabled, the Suneillance Client will show a message of
reconnection. The picture below shows the working of this feature:

ll  Trying to Reconrect,

Display recording controls: Displays the recording controls, allowing the operator to record
the desired camera images in the suneillance station itself for later visualization. To learn how
to use this feature, see Executing Local Recording/ 29,

Stop the transmission of overlapping cameras in full screen: The cameras can be
owerlapped when the user selects a full-screen camera (by double clicking). In this case, all
the cameras that are below (not being displayed) continue to transmit and decode, but when
enabling this new option, the stream of these owverlapping cameras will be disabled, saving
bandwidth and CPU resources.

Display frames per second rate: Displays the frames per second rate in the image of the
camera.

Display transfer rate: Displays the band width used by the camera in the image of the
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camera.

e Display video decoder used: Displays the decoder used for image decoding of the camera.

e Don’tresize the images: The images arriving from the cameras will be shown in their real
size. If the image resolution is smaller than the space reserved for it, the image will be small,
and if the image is larger than the space reserved for it, some of its parts will be lost. The
picture below shows the working of this feature.

e Resize to fit : The images arriving from the cameras will be resized so that they occupy all of
the space reserved for them. The picture below shows the working of this function.

e Resize maintaining image proportion: Resizes the images coming from the cameras
in such a way as to resize height and width proportionally.
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e Use bilinear resizing: When the camera images are resized to a larger-than-natural
size, some distortions can occur. With this feature enabled, the images will undergo a
filter to minimize this distortion, keeping the image quality as close as possible to the real

image.

Important

When bilinear resizing is activated, more processing power is required from the sunweillance
station, since the correction of image distortion is executed using complex algorithms.

3.4 Video /Audio Configurations

Digifort offers two methods of rendering images from cameras to the screen that influence the
quality and performance of the images shown on screen.

These configurations, in addition to being applied to live suneillance, will also be applied during
video playback.

To access this feature, click on the Video / Audio tab, as shown in the picture below.
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Use multi-thread fo

Use Intel Q

3.4.1 When to usethe GDIrender

GDI software is native to the operating system. Its use is recommended when the surweillance
station or its way of use has the following characteristics:

e Has no video accelerator card.
¢ Display of more than 16 cameras simultaneously on the screen.
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3.4.2 When to use the DirectDraw 7 render

The DirectDraw software will be available when the DirectX package was previously installed,
offering superior image quality and its use is recommended when the suneillance station or its
way of use has the following characteristics:

e Has a \ideo accelerator card.

e Display of up to 16 cameras simultaneously on the screen.

e Its use is recommended when the images have a high degree of resizing, that is, the display
of a single camera in full-screen or in views where the size of images is reduced.

~Observation

The DirectX package generally comes integrated to Windows, but in some cases its installation
or update is necessary. To execute this task, consult the instructions manual or site of the
manufacturer of the operating system.

3.4.3 Video Configuration

By default, the Sunillance Client will not use a video buffer, which means that the video from
the cameras will instantly be rendered when received. Although this is the option that offers the
view with least possible delay, the video may not be soft enough, for the rendering depends on
sewveral external factors, such as the quality of transmission over the network, the camera, the
load on the recording server etc.

By using the video buffer, the system will receive the images and keep a few milliseconds in the
memory and then play back the images steadily, greatly increasing the video fluidity.

The system also allows different settings for fixed and PTZ cameras. This option was designed
because adding some delay to fixed cameras does not cause many problems, but a short delay
for PTZ cameras will compromise its movement

e
E==.
]

Use video buffer for PTZ cameras

To activate, simply select the desired option and configure the amount of time in milliseconds in
which Digifort will make the video buffer.

The Monitoring Client allows the use of multi-thread for decoding H.264 and H.265 video. This
option can be used to speed up the decoding of video on the client, especially of ultra megapixel
images. Using this option will add 1 frame delay to the video, that is, at 30 frames per second
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the additional delay will be 33ms while at 7 frames per second the additional delay will be
143ms. Just check the option to use Multi-thread for software decoding.

3.4.4 Audio Settings

Digifort allows some audio settings are customized at Surveillance Client. Click on the
tab Video / Audio and the following screen appears:

o buffer for

(=]
il

Use video buffer for PTZ cameras

"
[
[

Use multi-thread for coding

Use Intel O

e Audio input device: Select the device to capture audio. Digifort detect the devices
recognized by Windows.

e Audio mode:

0 Half Duplex: While sound is sent to the camera can not listen any audio

0 Full Duplex: You can listen and talk at the same time.
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3.5 Video Decoding via NVidia GPU

For higher system performance, it is now possible to use video decoding acceleration through NVidia
cards.

Video decoding via the NVidia GPU will dramatically reduce the monitoring station’s CPU usage,
allowing a greater number of cameras decoding in parallel.

We recommend using at least 1 video card of the Pascal architecture (at least one GTX 1060).

For more information on NVidia video card compatibility, visit this link:
https://developer.nvidia.com/video-encode-decode-gpu-support-matrix#Decoder

Decoding via the NVidia GPU is only available in the 64-bit Sunwillance Client (Surweillance64.exe) and
requires the installation of NVidia official drivers: https://www.nvidia.com/Download/index.aspx?lang=en-
us

It is possible to use 2 or more video cards for decoding, and the system will balance the decoding load
between the available NVidia video cards.

The system further implements a video card resource monitor, which will constantly assess GPU usage
and GPU memory usage. If GPU or memory usage is abowe the set limit, the system will start
offloading, and decoding via CPU (software) will be used.

Currently, the video decoding option via the NVidia GPU is only available in the Suneillance Client and in
the export Native Player, and it is not available for use on the sener.

Each camera instance being decoded (regardless of the resolution used) will use approximately
200~250MB of GPU memory.
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Uze decoding via Intel video card with QuickSync

3.6 QuickSync

Added support for video decoding (H.264 and H.265) via QuickSync through video cards of
Intel processors. QuickSync is an Intel technology that allows video decoding through the
graphic processor built into its processors. To use QuickSync, the computer must support
the use of the built-in video card (Intel HD Graphics) and it must be enabled in the
operational system. The use of QuickSync is recommended to view images of 5 megapixels
or higher, wherein gains from hardware decoding are more noticeable. It is also
recommended the use of the 64-bit Surweillance Client, as memory usage is higher. Support
to QuickSync was added to the Suneillance Client and to use it, simply enable the
QuickSync option.

© 2002 - 2020 by Digifort, all rights reserved



Configuring the Surveillance Client 43

3.7 Video playback configurations

When clicking on the "Video Playback" option, the following screen will be displayed:

Aqui o usuario pode selecionar o Zoom Inicial da Linha do Tempo, que é qual intervalo de tempo
serd aberto por padrdo ao fazer uma reproducdo de midia, assim como configurar o tempo padrao
para a Revisdo Instantdnea ou mesmo seleciona-la para que ja faca a reproducéo para trds por
padréo .

Here the user can select the Initial Zoom of the Timeline, which is what time interval will be
opened by default when making a media playback, as well as setting the default time for the Instant
Review or even selecting it so that it already does the playback backwards by default.

© 2002 - 2020 by Digifort, all rights reserved



44 Surveillance Client - Version 7.3.0.0

3.8 Motion detection configurations

Motion detection makes it possible for the operator to more easily recognize movement in an
image.

Motion detection is a filter applied to the images, highlighting any movements in the desired color.

To access this feature, click on the Configurations button, as explained in the previous topic and
then click on the Motion Detection tab.

th a given se

e Activate motion detection in the client: Activates the filter of motion detection.
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e Motion color: Select the color for highlighting the movement, clicking on the green square.

e Sensitivity: Sensitivity of motion recognition.

3.9 Multi-Monitor Configurations

Digifort has a feature which makes it possible to use sewveral interconnected monitors in one single
suneillance station, creating an individual surveillance screen on each monitor where, for example,
you can show a suneillance screen style on one of the monitors and a single camera on the others.
In this way, by adding several video cards, Digifort can work as a decoder and image multiplexer for
as many cameras as are needed.

To access this feature, cliqgue on Configurations (as explained in the topic above) and then click on
the Multi-Monitor guide as shown in the figure below:
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n each mon

ivate multi-rmaoni

cted monitors: 1

Activating the multi monitor support: Activates the multi-monitor support.
Detected monitors: Number of monitors detected at your work station.

Total monitors to be used: Select the number of monitors to be used.

Define a standard monitor for the Media Playback: Defines on which monitor
the Digifort media playback will appear when opened.

Note: To know the limitations of your version of Digifort see the array of resources on our Website:
http://www.digifort.com.br/feature-matrix
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3.10 Alarms

The alarms screen allows various settings related to alarm pop-ups that are triggered on the
surweillance client.

e automatical

Total of alarms

The following screen has the following features:

e Automatically close the alarm notification window: This option makes the alarm window to
be automatically closed after X seconds set. The system also allows the cancellation of the
automatic closing if the alarm window is moved by the user.

e Time to close: With the previous option enabled, it is possible to set the time in which the alarm
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pop-up will automatically close.
e Cancel automatic closing for windows moved by the user: If the automatic closing is
enabled, this option will not let the pop-up automatically close if the user drags it.

e Limit the amount of simultaneous alarm windows: The alarm system now allows you to limit
the amount of alarm windows simultaneously open. When the windows limit is reached, the oldest
pop-up will automatically close.

e Simultaneous alarm windows: Set with the number of desired alarms pop-ups to be open
together.

e Self-arranging alarm windows: It allows the system to do the self-adjustment of the alarms
windows position on the monitors. When a new alarm pop-up is opened, the system will
automatically reposition and adjust the open windows size in an automatic layout format.

On the list provided on the screen you can set the order and amount of pop-up that will be displayed
on each monitor:

of alarms

In the above image, the following order was configured: the first 4 pop-ups will be displayed on
monitor number 2 and the other 4 will be displayed on monitor number 1. In this case, if 9 pop-ups
are to be displayed, the oldest one will disappear leaving the most recent 8.

Upon adding a monitor to the list, the following screen will be displayed:
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e Monitor: Selects the number of the monitor to receive the alarms.
e Total number of alarms: Selects the maximum number of alarms that this alarm can receive
e Window positioning:
0 Select automatic in order for the system to arrange alarm position automatically, according to
the total number of alarms configured.
0 Select fixed in order to configure the desired layout manually. Example for 10 alarms:
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Monitor Total of alarms

i :3 10

Window sitioning

The order in which the pop-ups may appear is:

New alarm first: In the hypothetical case of alarms Al and A2 being on the screen, a new alarm
would take the place of Al. Then we would have: Al (new alarm), A2 and A3.

New alarm, a last one: In the hypothetical case of alarms Al and A2 being on the screen, a
new alarm to be taken would be A3. Then we would have: A1, A2 and A3 (new alarm).

Do not reposition the window for repeated events: If "Self-arranging alarm windows" is active
and the same alarm is triggered twice, the pop-up that is already open on the screen of the same
type will not be repositioned.

Cancel automatic repositioning for windows moved by the user: The windows that are
moved by the user will no longer be automatically repositioned by the system.

© 2002 - 2020 by Digifort, all rights reserved



Configuring the Surveillance Client 51

3.11 Digifort Keyboard Controller

Digifort offers integration with the Digifort keyboard controller. This keyboard controller gives the user
full control over the Sunveillance Client without the need for a mouse and keyboard. The photo below
illustrates the keyboard controller:

For information on how to use the Digifort Keyboard Controller, see Digifort Keyboard manual
available on Digifort website.
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Maximum speed for playb:

rard for media play

3

In the abowve screen, it is possible to adjust the following settings:

¢ Enable and disable beep upon pressing a key on the Keyboard Controller.
¢ Adjust repetition speed upon maintaining a key pressed on the Keyboard Controller.
¢ Set the maximum video acceleration speed during media playback on rotating the Z-axis of the

Keyboard Controller.

e Use the keyboard controller for media playback: Allows the use of the Digifort keyboard
controller for media playback to be disabled. When the media player is opened, the keyboard
controller will continue to operate live for the selected camera, sending PTZ controls to this

camera instead of controlling the media player.
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3.12 Visual Objects Links

Object links, if enabled (for know how to configure object links, see the administration client
manual), can be configured on each monitoring client.

Click
Shift + Click

Ctrl + Shift + Click

Open a popup with the object

The visual object links screen has the following features:

e Activate object links: allows the control of the activation or not of the links in each
monitoring client individually.
e Links transparency: allows the opacity control of zones and icons, so that it is possible to
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see the camera image behind the icons and zones or keep them in a solid color.

¢ Auto hide links: this option causes the links to disappear from the image after X seconds,
re-appearing when the mouse moves in the image.

e Show links within analytics objects: this option makes the links available even in the
analytics settings of the respective cameras.

e Show links within LPR objects: this option makes the links available even in LPR
configurations of the respective cameras.

This screen also allows you to configure the shortcuts in the operation of object links, which
are click, shift + click and ctrl + shift + click.

¢ Replace current object: this option will cause the object to be changed completely,
without changing the mosaic just by overlapping the current object by the link object (if the
link leads to an object, if it is an event, the object will remain on the screen)

e Add the object to an empty spot: when executing the selected command, the system will
add the link destination in an empty space in the mosaic, without losing sight of the current
object.

e Open a popup with the object: when using the selected combination, the system will
open a popup with the link destination, keeping the current object on screen in the
background.

For event activation links, the system will always ask for confirmation from the operator to
activate the event, unless the operator uses shift + click, where then the system will fire the
event immediately.

3.13 Navegador Web

Configure the details of the Web Browser object:
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e Default Browser: Select which browser will be taken into account for displaying the
browser in your Monitoring client.
e Security: Ignores messages from sites with Invalid Security Certificates.

To learn more about this feature see the Monitoring Client Manual
3.14 Analiticos

You can configure the default rendering options for analytics metadata. Whenever an analytics object is
added on screen (in the Suneillance Client), the options set in these settings will be used by default.
The user can also change the options for each object manually through the context menu by right-
clicking on the analytics object.
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3.15

Settings

D Video and Audio
Y

2% Hardware Decoding

H Media Playback

&
K Motion detection

@ Multi-monitor

4 | Alarms
- Digifort Keyboard Controller
b o Joystick
b Virtual Matri
& G Virtual Matrix
Visual Objects Links

E Web Browser
e Analytics

LPR

Digifort Evidence

Video Synopsis

LPR settings

There is LPR settings that can be made on your Monitoring Client.
To access them, navigate to the Digifort Monitoring Client general settings menu and click on the LPR
tab:

n Mavegador Web

LPR

Video Synopsis

The following settings will be available™:
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rada pelo sistema

ar recorte da imagem da cdmera

List of recognized plates:

e Show plate image generated by the system
e Show crop image from camera

In your mosaic, when live camera detection captures an image, you can choose to display
the image generated by the system, or display a cropped photo of the detected camera, as in
the examples below:

Details of the recognized or selected plate:

e Show plate image generated by the system
e Show crop image from camera

These settings refer to the details of the capture, presented when a card is searched in the
system, according to the example below:

3.16 Surveillance Client Short-Cuts

To ease the work of the operator, the Surweillance Client offers some short-cuts for easy access to
some of the most-used features.
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In the Standard version of Digifort there are four short-cuts:

F3 key: Makes a screenshot for saving the image in a disk file.

F5 key: Updates the Sunweillance Client, again updating all of the configurations of the server,
such as the list of cameras, user rights, etc. This short-cut has the same effect as the Update
button, located on the main screen.

F11 key: Displays the cameras in full-screen. To leawve the full-screen mode, press the ESC
key. This short-cut has the same effect as the Full-Screen, button, located on the main
screen.

F12 key: Modifies the password of a logged-in user in the connected seners. To learn how to
use this feature, see page 31.

Shift key + Click: it's possible to expand the image of some camera that is within the
suneillance view to full-screen. To do this, hold the Shift key of your keyboard and click on

the image of the desired camera. To return to normal state, repeat the same process.

CTRL + S: Sending an audio to the selected camera (The system will send an audio while the
shortcut is being pressed).

CTRL + B: Create a new bookmark.

CTRL + Y: Enable/disable the Privacy mode.

CTRL + D: Enable/disable the Digital Zoom.

CTRL + H: Call the Home position of the selected PTZ camera.
CTRL + L: Lock/unlock a PTZ camera for exclusive use.

CTRL + P: Pausing/Unpausing a PTZ Suneillance.

CTRL + 0..9: Call preset (0 to 9);

CTRL + J: Enable/Disable Visual Joystick.

SHIFT + F3: -Snapshot of the selected camera (The snapshot will be saved automatically,
without opening the screen Snapshot).

3.17 Modifying the user password

The Sunwillance Client is equipped with a function for changing the password of users logged
into the servers. To do this, press the F12 key of your keyboard, displaying the password
modification screen, as shown in the picture below.
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Change Password

Change Password

All users in the senvers to which you are connected and their respective users are listed in this
screen.

To change the password of some user, double-click on the desired server, opening the screen
below:

Change Password

Change Password

Server:
local

User name:
admin

Current |

Enter the current password, the new password, and the confirmation of the new password.
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3.18

If all data is correct, the password will be modified and must be used during the next log-in.

If the server with the modified password has the auto-login option enabled, it will be necessary to
modify this configuration, entering the new password.

Centralized registration of Surveillance Client servers

In installations with multiple servers, server registration in monitoring stations can become a very
complex work, and when there is an IP change or server addition, all clients must be changed.

To facilitate server registration in Suneillance Clients, the system now allows the specification of a file
(of a shared folder on the network) from where the Surweillance Client will load sener registration.

To use this feature, it is first necessary to define a file called Script.ini and sawe it in the Surweillance
Client’s installation folder. This file will contain the server file path:

| Script.ini - Notepad =5 O X

File Edit Format View Help
[Script]
File=X:\DigifortScript\Script.dssf

Windows! Ln1 Col1 100%

When the Suneillance Client opens, this file (if any) will be queried and the system will attempt to open
the referenced script file (which must preferably be on a shared network drive, where all clients have
access). If the file is located and successfully opened, the system will load the list of registered seners
into this file.

With this method, whenewver there is a server change (e.g., a new server or changed IP address), simply
change this central file and all clients will receive the update the next time they are loaded.

bave- >
* Conmectionbode="Internal™ MediakeceiveMode="Unicest" Username="pOkZINE=" Password="" Autolonnect="True" Autologin="False™ /»

Windews (CRLF) Lnd Cal 31 W00

An example Script to load 3 seners:
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3.19

Scriptdssf - Motepad

AutoConnect="T

ja="Tnternal” MediafecsiveMode:
lo="Internal” Mediafecei O
tode="Internal” Mediafec

</Sarvars>
¢/DigifortSurveillanceScripts

Cal 30 100%

Winedows (CRLF) in

Disclaimer Message

The system now allows the display of a custom disclaimer message upon opening the Surweillance
Client or Administration Client. The user must click on “l Agree” to be able to use the system, otherwise
the client will be closed.

To add a custom disclaimer message, simply add a file called “Disclaimer.htm” in the client’s installation
folder.

C\ digifort

Moritor 1 oFs U
=

Disclaimer
COMPANY Security Policy - Access and use of equipment and systems

Access and use of COMPANY cquipment and systems is only allowed to users authorized for that purpose, in the terms and in accordance with COMPANY security
policies and standards, which should be known to users.

Any unauthorized access or use could give rise to the opening of a security incident and constitute an unlawful access, subject to disciplinary, civil and criminal sanctions,
The present equipment is a work tool. Access credentials (username and password) are personal and non-transferable.
Access o the systems may be monitored by the company, for security reasons, and in compliance with COMPANY security policies and standards and current legislation.

Copying, printing, handling, exporting and sending by any electronic means of information access is carried out within the scope of the performance of functions, except
for strictly professional purposes. Is not authorized access to content that violates copyright, susceptible of paying attention to the modesty and sensitivity of third parties,
that contain malicious software, or that violate any other applicable legislation.

The connection of any device external to this equipment, except for strictly professional purposes, nor is it authorized to capturing images, sound or photographs of the
content reproduced in the workstations,

Tt is mandatory to lock the computer whenever you are away from your workstation.

1Agree
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4 Working with Screenstyles

The Standard version of Digifort provides eight different screen styles. For each screen style
unlimited tiles can be created

Upon creation of a view, it will be saved in the profile of the user logged into the Suneillance Client.
Thus, each user can have his own customized views.

| Automatic screenstyle: This screenstyle permits the creation of views of automatic sizing,
that is, as many cameras as necessary can be inserted into this view, which automatically
®iresizes the space resenved for each camera in such a way that all of them can be displayed in
the screen simultaneously.

| Timer screenstyle: This screenstyle permits the creation of sequences of cameras and views
¥ that will be displayed alternately on the screen with a time specified by the user.

2Screenstyle for one camera: This screenstyle permits the Visualization of a single camera in
the screen.

Screenstyle for four cameras: This screenstyle permits the creation of views for addition of
up to four cameras to be displayed simultaneously.

| Screenstyle for eight cameras: This screenstyle permits the creation of views for addition of
£ up to eight cameras to be displayed simultaneously.

| Screenstyle for ten cameras: This screenstyle permits the creation of views for addition of
£ up to ten cameras to be displayed simultaneously.

| Screenstyle for thirteen cameras: This screenstyle permits the creation of views for addition
f of up to thirteen cameras to be displayed simultaneously.
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4.1 Virtual Matrix

This chapter is dedicated to the configuration of the Virtual Matrix of Digifort.

The virtual matrix allows the operator to send or drag (drag and drop) any object such as cameras,
maps, mosaics, photos and web pages to any monitor where the Monitoring Client is open on any
computer on the network or to Video Wall. All functions for Video Wall are available through this
facility.

4.1.1 Understanding Virtual Matrix

With the Virtual Matrix option, the Digifort Surveillance Client is able to connect to any monitor of
any computer in the network that has the suneillance client running. This way, it's possible to send
objects among the clients such as cameras, maps and screenstyles.

Look at the figure below:

Monitor 1
Available Monitors:
-Monitor 1
-Monitor 2
- Monitor 3 Monitor 3
== Monitor 4
e - Available Monitors:
g b . -Monitor 1
“! - = -Monitor 2
. ~ 7 - Monitor 3
Client 1 e I b
i
Client3 \\\
Server Monitor 4
Avallable Monitors: Available Monitors:
-Monitor 1 -Monitor 1
-Monitor 2 - Monitor 2
-Monitor 3 -Monitor 3
- -Monitor 4 ~Monitor 4
" Client2

Monitor2 #

Available Monitors:
-Monitor 1
-Monitor 2
-Monitor 3
-Monitor 4
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In these images we hawe 3 clients connected to the Digifort server. The Digifort server has a list of all
of the monitors available for the virtual matrix, which, in turn, sends to all of the clients. This way, all
of the clients connected to this server will have an updated list of available monitors.

See below how to configure the virtual matrix.

4.1.2 Configuring the Virtual Matrix

The first configuration to be made is to activate the Virtual Matrix and define the monitors that
will be available for use.

In configuration of the Suneillance Client click on the tab Virtual Matrix as shown in the figure
below:
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kol : : :
& & Virtual Matrix settings

Jirtual Matrix

vate the Virtual M

yaded on the momtor

This screen offers you the following configuration options:

4.1.2.1 Activate the Virtual Matrix for this client

Activate the virtual matrix for the current computer.

Observe, that upon clicking on activate, some text boxes highlight themselves, allowing for
the input of text as shown by the figure below:
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The number of available monitors to be configured will be equal to the number of monitors
configured in the Multi-Monitor tab. (To learn how to configure multiple monitors, see the
chapter Configurations of Multi-Monitor! ).

Upon entering the name of a monitor, it will automatically be available for use in other
clients.

4.1.2.2 Displaying data of the origin of the object

When an object (such as cameras, screenstyles or maps) is sent by a user to another

monitor by way of virtual matrix, data about the origin of that object is displayed to the
operator as shown by the figure below:

Virtual Matrix - Object sent by admin (127.0.0.1)

4.1.2.3 Blink the border when an object is loaded into the monitor

When an object (such as cameras, screenstyles or maps) is sent by a user to another

monitor by way of virtual matrix, the window indicates this by alternating the colors black
and red as shown by the figures below:

Virtual Matrix - Object sent by admin (127.0.0.1)

Virtual Matrix - Object sent by admin (127.0.0.1)
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4.1.2.4 Show monitor name on the main screen

It allows displaying the name of the Virtual Matrix monitor on the main
application screen.

':4 .II' i .Il'_:l|'| 1 }"

Manitor 1

4.1.3 Using the Virtual Matrix

There are several ways to send objects to other monitors in the virtual matrix. After
configuring the monitors to be used in the matrix, make sure that the user logged in to
the monitoring client has the right to use the virtual matrix (to learn how to grant user

rights, refer to the administration client manual) and use the techniques described
below :

4.1.3.1 Sending Cameras

There are two ways of sending cameras to a monitor of the matrix.

The first way is by clicking on the camera's image with the right button of the mouse during
suneillance and soon afterwards in the Virtual Matrix - Display in option and choose the
desired monitor as shown in the figure below:

© 2002 - 2020 by Digifort, all rights reserved



Working with Screenstyles 69

Monitor 1

Media profile Monitor 2

PTZ
Screenshot
Motion Detection

Image Filters

Remove Object

It's possible to do the same procedure described abowe in the list of cameras of Digifort, as
shown by the figure below:

Virtual Matrix - Show at

Manitor 2

[+ LPR

A screen will appear asking you to choose the place where the object will be sent. Among
the options is full screen or within a view as shown in the figure below:
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| Virtual Matrix monitor spot selection

4.1.3.2 Sending Screenstyles

To send a screenstyle to another monitor, click on the right button over the screenstyle in
the list of Digifort objects and soon afterwards on the Virtual Matrix - Display in option and
choose the desired monitor as shown in the figure below:

Media playb (Multiple cameras)

Monitor 1 ' virtual Matrix - Show at

Monitor 2

4.1.3.3 Sending Maps

To send a map to another monitor, click on the right button over the screenstyle in the list of
Digifort objects and soon afterwards on the Virtual Matrix - Display in option and choose the
desired monitor as shown in the figure below:
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Map (Map 1)

Monitor 1 Virtual Matrix - Show at

Monitor 2 i LFkR

4.1.3.4 Sending Analytics

To send an analytics configuration to another monitor, right-click on the Digifort object list
and then on Virtual Matrix - display on and choose the monitor you want as illustrated in
the figure below:

ytics
@ |Analytic (Analytic)
Monitor 1 Virtual Matrix - Show at

Monitor 2

4.1.3.5 Sending LPR

To send a LPR configuration to another monitor, right-click on the Digifort object list and
then on Virtual Matrix - display on and choose the monitor you want as illustrated in the
figure below:

= LPR

~ Camera LPR 1 {Camera LPR 1
Monitor 1 Virtual Matrix - Show at 3

Monitor 2

Camera LP (Camera LPR :

4.1.3.6 Sending all objects

The Virtual Matrix enablesall objects that are present in the current mosaic to be sent
together with their settings (media profile, zoom position, 360-lens position, image filter, and
motion detection).

By right clicking on any object (or on the empty matrix), the "Display all objects in" option
will be provided with a list of available monitors.
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414

Media playback (Single camera)
Media playback (Multiple cameras)

Create bookmark

Virtual Matrix - Show at
Virtual Matrix - Show all objects at

Media profile
PTZ
Screenshot
Motion Detection

Image Filters

%
4 Remove Object

Note: The mosaic does not need to be saved for this option to be used.

Monitoring monitors objects

The suneillance client allows the operator to know which object is being viewed in each monitor at
the matrix.

To access this feature, simply access the virtual Matrix tab located on Digifort side bar, as shown in
the figure below:
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Objetos Monitores T iduie Monitor Tab
©

Cd

= Q Main
=
— [

e vivotek 180 U ser |P

Objects on screen

admin

User logged

4.2  Creating surveillance views

Digifort offers you the option of creating suneillance views, adding the desired cameras to the
screen

for simultaneous monitoring.

To create a suneillance view, select the desired screenstyle and click on the Remove cameras
from

screen button. Then select the desired cameras in the list of cameras and click on the Add
button,

repeating this process until all of the screen space is filled. The picture below shows an
example of

this:
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Save the objects in a view

e e I e s =

Add the selected object

Screenstyles List of Objects
Remove all objects

Delete the selected view

In the example above, we are creating a surweillance view of four cameras.
After adding all of the cameras to the screen, click on the Sawe the objects on a view button,
opening the following screen:

Save View

In this screen, give an identification name to the view.

The newly-created view will be listed in the list of views.

The monitoring mosaics are updated dynamically in real time when they are created, updated or
deleted on all clients, without the need to re-connection to the senver.

To exclude a view, select the desired view and click on the Exclude button.

In the future, you can change the positions of cameras in a surweillance view. To do so, click on the
image of the camera and drag it to the desired position.

To view the mosaics via the web browser, it is necessary to create them in advance, following the
instructions mentioned above.
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4.2.1 Options for creating the views

Select the following options if necessary:

e Save the selected media profile: Upon selection of this option, the selected media profile
of each camera will be saved. To learn about media profiles, consult the manual of the
Administration Client.

e Save motion detection configurations: Upon selection of this option, the configurations of
motion detection will be saved together with the view. To learn how to configure motion
detection, see Motion detection configurations| .

e Save image filter configurations: Upon selection of this option, the configurations of image
filters will be saved together with the view. To learn how to configure image filters, see How to

configure the image filters| &,

e Save current position of Digital zoom (Save current position of digital zoom): By
selecting this option, the last position left in each camera of the digital zoom will be saved. To
learn about digital zoom see the chapter Drive through the Digital PTZ

e Public Mosaic (Public View): Transforms to be saved in a public mosaic. The public
mosaic when saved will appear for all users of the system.

When the mosaic is saved publicly its icon in the list of objects will be:

When the mosaic is saved only to the user, or lose, its icon in the list of objects will be:

With these options, the last valid configurations of each camera in the screen will automatically
be reloaded upon selecting again the saved view.

4.3 How to create timer views

This screenstyle permits the creation of a sequence of cameras and views that will be displayed
alternately with a time defined by the user. To access this feature, select the timer view in the list of
views and then click on New, as shown in the picture below.

Create new sequencing view

L

Timer View
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After this process, the timer view inclusion screen will be displayed, as shown in the picture below.

Analitico demuos

Name of the view: Enter a reference name for the view.

Available views: List of available views. These views were previously created. To learn how

to create views, see page 34.

Available cameras: List of available cameras. These cameras were previously registered. To

learn how to register cameras, consult the manual of the Administration Client.

Configuration of the sequence of views: List of timer view items created by the user.

Up and down buttons: Modify the order of the selected view.

To add a camera or a view to the sequence, select it and click on the Add button, represented by
the red arrow pointing to the right, opening the screen that requests the time during which the
camera or view will remain in the screen, as shown in the picture below.

Exchibition Time
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Inform the desired time and click on OK.

After addition of all of the desired views and cameras to the timer view, it starts its execution,
showing the times in the sequence you created.

Digifort offers some controls for manipulation of this view, located in the main screen of the
Surnweillance Client, with functions such as sequence pause, advance and rewind among cameras or
views, and reinitiate, as shown in the picture below.

Sequencing

Current Object:  Mosaic 2

4.4  Working with surveillance views

After creation of the surweillance views, some special functions will be available for handling of any
camera shown in the screen. To access these functions, click on the right button of the mouse over
the image of some camera. This action will cause a function menu to be displayed with the functions
supported for the selected camera, as shown in the picture below.
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44.1

4.4.2

4.4.3

Revisdo Instantdnea

Reprodugdo de midia (Cdmera dnica)

Reprodugdo de midia em borda (Camera unica)

Reprodugdc de midia (Mdltiplas cdmeras)
Criar Bookmark

Matriz Virtual - Exibir em
Matriz Virtual - Exibir todos objetos em

Perfil de midia

PTZ

Foto de Tela

Detecgdo de Movimento
Filtros de lmagem

Congelar Imagem

Remover Objeto

As opg0es disponiveis séo:

Media Playback

To learn about media playback see chapter: Fast Media Playback|:]

Virtual Matrix - Shows on

Sends the object to another monitor using the Virtual Matrix. To learn about the Virtual Matrix
check chapter Virtual Matriz

Media profile

Upon selecting this item, a sub-menu will be displayed with all of the media profiles of the
selected camera. To modify the media profile to be used in the monitoring of the camera,
simply select the desired option. To learn how to create media profiles, consult the manual
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of the Administration Client.

444 PTZ

To learn about the features of PTZ see chapter: PTZ/ 4]

445 Manual Events

If there is manual events registered for this camera it is possible to activate them by
clicking on the desired event.
To learn about events manuals see chapter: Manual Eventss/134]

4.4.6 Screen photo

Upon selecting this item, a screen will be displayed with the current image of the
selected camera, permitting the saving of this image in a file or its sending via e-mail.

447 Motion detection

Upon selecting this item, a sub-menu will be displayed with the configurations of motion

detection for the selected camera.

0 Activate/Disactivate: Activates or disactivates motion detection for the selected camera.

0 Configurations: Opens the configuration screen for motion detection of the selected
camera. To learn how to configure this feature, see Motion detection conﬁgurationsm

4.4.8 Image filters

Opens the configuration screen of image filters for the selected camera. To learn how to
configure this feature, see How to configure the image filters| &)

449 Freezelmage

By clicking on this option, the system will freeze the camera image to pause it.
To return to normal, simply click on the same button.

4410 Exitfull screen

This option is available when the Digifort is in full screen mode. Clicking on this option it is
possible to exit it full.
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4.5 Working with panamorphic lenses

To understand what Panamorphic Lens is, see the Administration Client Manual.

By placing a camera with Panamorphic lenses on the screen, the following buttons are available:

E Virtual PTZ: Allows you to navigate the camera with an image in dewarp.

To operate the PTZ in one of the divisions, simply click on the desired number represented by the
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icons: kha k2l 2

& Generates a panoramic image as shown below

8 Enables or disables the controls. Upon disabling the document image is shown.

By disabling all controls the original image is shown as below.
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4.6

How to configure the image filters

Image filters are configurations applied to the image of a camera aimed at highlighting colors
and details of a scene for helping in its analysis.

To access this feature, click on the right button of the mouse over the image of some camera,
thus showing a menu of special functions, and select the Image Filters option, as shown in the
picture below.

Image Filters

Sharpen

Deinterladng

e Red: Adjusts the level of the color red in the image.

e Blue: Adjusts the lewvel of the color blue in the image.

e Green: Adjusts the level of the color green in the image.

e Contrast: Adjusts the level of contrast in the image.

e Brightness: Adjusts the level of brightness in the image.

e Color level: Adjusts the lewel of color in the image.

e Zero button: Returns the above mentioned values to their initial positions.

e Preview button: Opens the video of the camera with the applied configurations.

e Emboss: Leaves the image in gray tones to highlight relief.

e Flip: Inverts the image horizontally. Recommended when the camera is installed in
an inverted position.

e Flop: Inverts the image vertically. Recommended when the camera is installed in an
inverted position.

e Grayscale: Leaves the image in gray tones.

e Blur: Applies a blurring effect to the image. Adjust the intensity level of the filter using
the slide bar alongside.

e Gaussian Blur: Applies a Gaussian blurring effect to the image. Adjust the intensity
level of the filter using the slide bar alongside.

e Sharpen: Applies a border highlight effect to the image.

e Deinterlacing: The deinterlacing filter that smooths the images because of the
movement are left with a lower quality. In the picture below has an example of
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deinterlacing.

-l
Image without Deinterlacing I Image with Deinterlacing

NOTE: To know the limitations of these features of his version of Digifort see
the feature matrix on our website: http://www.digifort.com.br/feature-matrix
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5 Alarmes

The Surnweillance Client, in addition to visually managing the cameras on the screen, also manages
the alarms that are set in the Administration Client.

When alarms are triggered, they are shown in the form of pop-ups, as shown below:

Global Event (Server: local)

ntel IL 1.5 4
wing media deta s

This screen has the following features:

© 2002 - 2020 by Digifort, all rights reserved



86

Surveillance Client - Version 7.3.0.0

5.1

Date / Time: Date and time the event occurred. The client and server times will be shown.
Description: Description of the event.

Save position upon closing the screen: It saves the position on the screen where the pop-up can
be found for the next pop-up to open on the same place.

Playback: It provides a recording at 4 minutes before and after the Event trigger time

Alarm windows, by default, will not open again if the same event occurs again while the window is
already open; however, when the event is set to request a written confirmation from the operator, a
new alarm window opens, thereby forcing the operator to confirm all events in writing.

The alarm pop-up can still contain some other features that are set in the Administration Client.

The alarm window will store the time for all repeated alarms that occurred while the
window was open, allowing the user to choose a specific time when clicking the
Playback button as shown in the image below:

8/9/2017 10:18:31 AM
8/9/2017 10:18:33 AM
8/9/2017 10:18:48 AM

Message

A message that has been configured to complement the description for the alarm set off as shown in
the picture below:
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Global Event (Server: local)

Alarm!

Message

Fill-in the

5.2 Observations

e Observations: It may or may not be necessary to enter an observation so that the pop-up alert can be
closed as shown in the figure below:
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Global Event (Server: local)

Alarm!

Fill-in the n!
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6 Video Playback

This chapter is dedicated to the playback of videos previously recorded by the Digifort Server.

The images recorded in the server are recovered by selecting the camera and by carrying out a
date and time search. It is also possible to create a video only when there is movement in the
selected image area. The user can zoom in or out of the scene viewed, and each with an
independent movement regarding the main image. There is also a number of filters and tools for
image treatment and video RGB control aimed at facilitating the location of details that may be
difficult to see.

The object link function is also available during export, thus allowing the operator to navigate
between cameras easily and quickly.

6.1 Playing videos back

O Digifort fornece a opcao de visualizar videos previamente gravados. Para isso clique sobre o bot&o
Reprodutor de Midia, a seguinte tela de reproducdo de video sera aberta conforme ilustrado nas

figuras abaixo:
FH MEDIA PLAYER

© 2002 - 2020 by Digifort, all rights reserved



Video Playback 91

Digifort Media Player

g ——_

Time selection
Cameras selection
Timeline
Motion search
Thumbnails
Media exporting
Sequence Exporting
Print

Image filters

Final Time:

Para reproduzir o video de uma ou mais cameras, escolha o periodo desejado. Para escolher seu
proprio periodo selecione o periodo Personalizado e preencha os campos de data e hora localizados

abaixo.
Ao término dos ajustes cligue em Préximo, abrindo a tela de Configuracdo de cameras conforme

ilustrado na figura abaixo.

Caso deseje \isualizar um video exportado selecione a op¢do Reproduzir gravagbes locais e
selecione o diretério onde se localiza o video. Para aprender a realizar grava¢cfes locais veja o

capitulo Realizando Gravacdes Locais|[129)
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7\ pigifort Media Player ey

T
Watermark: Valic Fi io ‘0 Watermark: Valic

media playba P ia playback

Time selection
Cameras selection

Timeline

Motion search

Watermark: Walic

Thumbnails rt the media playba

Media exporting

Save the objects
on a view

Image filters Screenstyles Add the selected
object

Reload selected Remove all
object Add a directory for Objects Objects

local video playback Delete the
selected view

Com a tela de Configuracdo de Cameras aberta, primeiramente escolha 0 mosaico para a
visualizacdo da gravacgao.

O Digifort permite a visualizacao e exportacao de varias cameras simultaneas e sincronizadas, por
isso a escolha do mosaico se torna importante para a visualizacdo das cameras necessarias. Para
aprender a criar seus proprios mosaicos consulte o manual do Digifort Cliente de Administragéo.

Apéds a escolha do mosaico, selecione os objetos a serem adicionados. A seguinte tela sera
aberta:
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The Digifort provides the option to view previously recorded videos. To do this click on the Media
Player button. The following video playback screen will open as illustrated in the images below::

gww
ARERRRY

>

Media player
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e

Time selection

Cameras selection

Timeline

Maotion search

Thumbnails

Media exporting

Image filters

esired interval for

1 Minute(s)

To play the video from one or more cameras, choose the period you want. To choose your own
period select the Custom period and fill in the date and time fields located below.

At the end of the settings click on Next, opening the Camera setup screen as illustrated in the
image below.

If you want to view an exported video, select the option Play local recordings and select the directory

where the video is located. To learn how to perform local recordings check the chapter Performing
Local Recordings[129)
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7\ pigifort Media Player

A~

Time selection
Cameras selection
Timeline

Motion search

Watermark:

Thumbnails

Media exporting

Save the objects
on a view

Image filters Screenstyles Add the selected
object

Reload selected Remove all
object Add a directory for Objects Objects

local video playback Delete the

selected view

With the Camera Setup screen open, first choose the screenstyle to view the recording.

Digifort allows viewing and exporting multiple simultaneous and synchronized cameras, so choosing
the screenstyle is important to view the cameras needed. To learn how to create your own
screenstyle, check the Digifort Administration Client Manual.

After choosing the screenstyle, select the objects to be added. The following screen opens:
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oy | vic 3

This screen provides the following features:

e Organization by objects: Show all objects in the list.

e Physical organization: Show all objects organized by server.

e Add object by double-clicking: Allow objects to be dynamically added to screenstyles by
double-clicking.

e Object list: Click on an object. If the option Add objects by double-clicking is disabled, then click
on Add the selected object.
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When all cameras you want are on the screen, click on Play.

The Timeline screen will open as illustrated in the figure below:

Player
Time selection
Timeline
Motion search

Media exporting

mage filters

Audio recording

sinalization

In this screen there will be the video control and the time line.
The Media Player offers the following functions:

¢ Information about the video: General information about the video, such as date, time,
resolution, frames per second, video compression and the number of the current image.

e Authentication watermark of the image: When the image coming from the camera is
recorded in disk, a security code is generated based on the image. If, for any reason, the
image is modified, the authenticity code is broken, showing a crossed circle as watermark.

e Video timeline: Scroll bar with which it's possible to advance, rewind, and export the \ideo.
e Demarcacdes de Audio: A linha do tempo marca com retangulos laranjas onde houve
gravacdo em cada camera. O Audio é reproduzido juntamente com o video da camera
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e Limitation of recording intervals: The time line shows green rectangles to mark where
each camera had recording. It is in this time interval that video for exportation must be
selected.

e Select the desired period with the right button: With the right button it's possible to
select the desired recording period for exportation. Simply click-and-drag and a blue bar will
come up limiting the time line for exportation.

e Zoom on the time line: To analyze or select a more detailed time period it's possible to
space the time line out for greater precision. Use the +-key to increase the spacing and the —
key to decrease.

e Tool bar: The tool bar offers the following functions:

o] E Play video back in reverse
o] EPlay video back.

. Pauses the video.

o] EStops the video.

: Forwards the video every minute or every second. Just click
on the arrows to mowve forward or backward.

0 To change the time, place your mouse ower the description of the time and click and drag. By
default, the component will be in minutes mode, to change for seconds let in 1 minute and
then release the click and click again dragging left. After doing so, simply click and drag over
the time period to select seconds. To switch back to the minutes, put in 1 minute and then
release and click again and drag to the right.

e Digital Zoom: Is it possible the implementation of the Digital Zoom on the selected images to
view the recording. Just add the cameras screen video playback and the right to select the
desired area. In the lower right corner will show the location of the selected area. Selecting
the camera is possible to print the image or sawe it in JPG format.

Some options are available when you click with the right button on the timeline as shown in
the image below:
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Instant update on move
Select time

Clear selection

Zoom in

Zoom out

Create bookmark

Jump to next bookmark

Jump to prior bookmark

Instantaneous timeline update: By moving the video player timeline, by default, image
update will only take place 500ms after the user stops moving.A new option for instantaneous
updates was added.

With this option, the image will be instantaneously updated on moving the timeline, allowing a
quick view of those ewvents that have taken place at various times by simply dragging the
timeline (in order for this resource to work correctly, the client must be on a high-performance
local network).

Select a time period: Select a time period to export or for motion detection. The
demarcation of the selected period is indicated by the blue bar.

Clear the time selection: Clear the time selection marked by the blue bar.

Zoom in: increases the time spacing marked in the timeline.

Zoom out: decreases the time spacing marked in the timeline.

Create Bookmark: To learn about Bookmarks check chapter: Bookmark. (Professional and
Enterprise only)

Skip to the next Bookmark: Allows you to mowve the recording to the next Bookmark. To
learn about Bookmarks check chapter: Bookmark.

Skip to the previous Bookmark: Allows to rewind the recording to the previous Bookmark.
To learn about Bookmarks check chapter: Bookmark.

the desired recording period for exportation. Simply click-and-drag and a blue bar will come up
limiting the time line for exportation.

Zoom on the time line: To analyze or select a more detailed time period it's possible to
space the time line out for greater precision. Use the +-key to increase the spacing and the —
key to decrease.

6.1.1 Metadata

It is possible to enable Metadata together with the recording from a camera. This Metadata will
create additional bars that will make it easier to view additional information with the recorded
images.

It is possible to create markers for analytics (see the Recording and Metadata [140) ), chapter),
motion detection, and per event recordings.
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When a recording is started by an event, it will be possible to verify a yellow bar. To learn how to
start a recording by ewvent, check the Administration Client manual.

It is possible to add markers for motion detection, i.e., whenewer there is a motion detection event, it
will be possible to view a red bar. Darker red indicates a greater movement and lighter red indicates
a smaller movement. To enable a motion detection event, see the Administration Client manual.

09/11/2016 quarta-feira, 9 de novembro de 2016

6.1.2 Playing audio back

The audio is recorded along with the video from the camera, if enabled. To choose the camera you
want to listen to, simply select it on the playback mosaic or click on the audio option, as shown in
the figure below:
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. et

Listen:

0001 (D001}

Auto-select

In this control, it is possible to select the camera, activate the mute option, and view the volume of
the recorded audio.

e Auto Select: Automatically selects the audio functions for the selected camera on the mosaic.

6.1.3 PTZon playback

You can use PTZ controls in the recording. To open the control just click the joystick option as
shown below:

e Camera with standard lens: The PTZ will be used in Digital Zoom mode.
e Camera with Panamorph lenses: The options presented in the chapter Working with
panamorphic lenses| 8 will be available on the screen.

6.2 Creating videos with Motion Search

Digifort provides a very useful feature that allows you to create videos where there was movement
only in the selected image area. This feature is called Advanced Search. This feature is very helpful
in finding some loss occurrence, because the image display time recorded by the camera is much
lower.

To access this feature, click on Media Playback, select the desired cameras and the runtime, as
explained in the previous section, and then click Motion Search. As illustrated in the figure below:
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2 Digifort Media Player

Franmes

‘%

Cameras selection - . ! -
—AYTYYYYyy
Al S e

Timeline
| W
HoRan ek | Area created to sea%ﬁ motion-- |

Thumbnails

Media exporting

Image filters

11/22/2014 [Slil11/22/2014
2:45:00 PM 3:45:36 PM Key-frame

End

Start the
motion search Clean the
serach data

This is the advanced search configuration screen; it displays the first image recorded on the camera
in the specified time interval, and provides the following features:

"~ Settings

e Sensitivity: Sensitivity of motion recognition. 80% are the optimal figure for recognition of
significant image movements. If you want to change this value, mowe the bar in order to get
the desired value.

e Just Key-frames: Motion search only in key frames (just H.263, MPEG-4 and H.264). The
search speed can be greatly increased by using this option, but the search can become less
accurate.

e Start Search button: It starts the motion search. You can follow the search progress on the
Timeline tab. As shown in the figure.

e Clear Data button: It cleans the data collected during the search. These data are information
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of where there has been movement in the video; while they are not cleaned the timeline will
only display the recordings where the movement chart is marked (red bars).

Time
e Start time: Start date for the motion search. The search requires starting and ending times to
be configured. This time can be filled according to the selection on the timeline (blue bar).
e End time: End date for the motion search. The search requires starting and ending times to

be configured. This time can be filled according to the selection on the timeline (blue bar).
e Box for selecting cameras. Select the cameras that will be in the motion search

Cameras

Box for selection of cameras. Select the cameras which will be in the motion search:

Cameras

wic {vic)

Now click on Start Search. You will be able to accompany the search by the bar on the motion
search tab as shown by Figure bellow.

wic (vic)

11/22/2014 [K11/77/2014

483 Analysed frames. Total: 3151, Remaining time; 0 He 0 Minut

Search Progress Bar

Or on the Time Line as shown by Figure 4.10
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11/22/2014 Saturday, November 22, 2014
3:37:53 PM Je26:00 PM 32700 PM

0FM 32 3:30:00 PM

wic

Progress bar in time line Motion detection graphics

After the end of the search a message will be displayed as shown in Figure bellow:

Information f:ﬁr

® The motion search has been finished

Ok

6.3 Video Exportation

Exporting video is one of the most important features of the Monitoring Client, as it is here that we
can export security copies of any claim for later viewing on any computer.
To start the video export process open a media session and select one or more cameras, as

explained in the Video Playback| %7 section.
Once this is done, the video player will start.
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ion JPEG Wi

Time selection

Cameras selection

Timeline

Mation search

Thumbnails

Media exporting

Image filters

5 142447 1x

23082016  [Rl03/05/2016 [
14:24:19 14:26:24

Media

AT 1 Minute(s)

6.3.1 Configuring the exportation of video

The export options are shown as illustrated in the picture below:

End

23/08/2015  (RMN0305/2016 (I

14:24:19 14:26:24

This screen provides the following features:

e Cameras: Selects the cameras to be exported. When selecting more than one camera, the
videos are simultaneously displayed and synchronized.

e Time:Allows the desired time for export to be selected with more precision.

The values are already defined according to the selection on the previous screen.
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The options are: start and end date and time.
e Export Formats: Choose the desired format in which the video will be exported.

Digifort Native: This is the recommended video format since an exact copy of the database
is exported. With this type of export, the system automatically creates a media with a video
player that is identical to the one presented in the previous topic and with all features,
including the video authenticity watermark. The system automatically divides the video into
several parts of configurable sizesin order to allow the recording to be done in multiple CDs
or DVDs. In this format, as many videos as necessary can be exported to the same
directory as the system automatically divides the size of the media. It will still be possible
to view the videossimultaneously on Digifort players.

MP4: The .mp4 file format is extremely versatile and allows the encapsulation of several
video and audio formats. The system can quickly export videos in .mp4 without transcoding,
packaging the original video frames (audio will always be converted into AAC if it has been
recorded in another format) and exporting without any changes to the image's original data.
Howewer, some formats may not be compatible with all video players (such as Windows
Media Player, which natively does not support MJIPEG and MPEG-4). For these cases, the
system allows video transcoding in H.264 (together with AAC audio), which should be
compatible with most video players without the need of using special codecs, but the export
process will be slower since the video will be recoded.

The following screen shows the MP4 export options:

P =1 T
Select the directory
BE Desktop %
I |z Libraries L
> A BEverton

4 18 Computer
* <4 Floppy Disk Drive (A
4 & Local Disk (C:)
, Autodesk
> fifa
LocalStorage

mohbile apagar -
4 1 - F

Make Mew Folder |

Selecione o local desejado para a exportacéo e clique em OK!

Se for selecionada a exportagcdo no formato Digifort uma janela abrira solicitando informacgdes
de identificacdo do video, conforme ilustrado na figura abaixo:
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If export in AVI format is selected, a window will open to configure the video compression as
shown in the figure below:
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I

Compactagdo de video
i i i

Compactador:
Cinepak Codec by Radius -
Gualidade de compactagdo: 50
Kl [ |
¥ Quadro prncipal a cada ISITH quadros
¥ Taxa de dados [64 kess

@

If the export in MP4 format is selected, a window will open to configure the compression and
transcoding of the video, as shown in the figure below:

porlacdo em MMPY

Guia (hpenas para relerdncis

It is possible to transcode the video to H.264 and set the output quality of the video.
When resizing, to keep the Aspect Ratio, check the "Keep Original Aspect Ratio" option or
the video may end up switching, for example, between 16: 9 and 9:16.

If the option to export in JPEG is selected, a window will open to configure details of
compression and transcoding, as well as the desired frame rate:
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JPEG exporting options

Cancel

The option to limit the frequency of exported images is widely used to create "timelapse" videos
where we have one frame per hour, or even one frame per day for very long videos of buildings,
where the same location is recorded for months and then it is necessary to view the \video with
only a few frames per week, etc.

After configuring the export data, click OK and the bar will show the export progress:

Just below the bar you can view the remaining export time as shown in the figure below:

1093 Exported frames. Total: 3173, Remaining time: 0 Hour(s), 0 Minute(s) and

If the export is successful, the following dialog box appears:
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If there is integration with Digifort Evidence, the selected video can still be exported as an
occurrence for archiving.

Vocé deseja criar uma nowva ccorréncia ne Digifort Evidence com o

video exportado?

For more information, see the Evidence manual.

If the videos are exported in Digifort format, they will go to the chosen directory, the Digifort

Player (Player.exe) will be available in the folder according to the figure below :.

) (=)
@ Q g 2014112215.26.49-20141122154147 » Medial » [ | | | Search Media 1 § P_‘L‘
Organize * Include in library Share with + Burn MNew folder S S | @

e & Narme : ¥ Date modified Type Size
Bl Desktop J vic 11/22/2014 4:21 PM  File folder
& Downloads 4| AutorunInf 8/11/2008 4:52 PM Setup Information 1KB
5| Recent Places %) DGF32CodecAAC.dII 8/13/2014 4:24 PM Application extens... 2,574 KB
%] DGF32Codec)PEG.dII 8/13/2014 4:24 PM Application extens... 1,284 KB
= Libraries %] DGF32Codecs.dll 9/11/2014 11:58 AM  Application extens... 3,575KB
'3 Documents %] DGF32DewarpImmervisionl.dll /2014 3:11 PM Application extens... 63 KB
& Music 2 % DGF32ImageUtils.dll 9/8/2014 5:52 PM Application extens... 170 KB
[ Pictures % DGF32Localization.dll 10/8/2014 413 PM  Application extens... 1,965 KB
B videos (% DGF325peechCodecs.dll 8/1372014 4:24 PM Application extens... 2479 KB
|%| DGFDecoders.dll 6/18/2010 4:13 PM Application extens... 4,516 KB
18 Computer # icon.ico 8/11/2008 4:52 PM Icon 25KB
5?_- Local Disk (C:) %] DL15fixdll 8/11/2008 4:52 PM Application extens... 372 KB
a Local Disk (D:) %) IMVL.dIl 6/25/2014 3:11 PM Application extens... 540 KB
A DVD Drive (E)30° /@ Player.exe 11/22/2014 4:21 PM  Application 10,700 KB
‘\‘ﬂ Network ¥
) 14 items

To burn to a CD / DVD / Blu-Ray / Pen-Drive, just copy these files with Player.exe at the root of
the disc as shown in the figure abowe.

6.4  Printing

Digifort allows printing one or more images as a report.
To print, just pause and select the desired camera video, and on the left menu click on the print
icon. Once this is done, the following screen will appear:
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= Digifort Media Player

<& [Ty

ime selection

Cameras selection

Timeline

Motion search

Thumbnails

Media exporting

014 4:20:26 PM 1x

1 Minute(s)

Before printing, data such as company name, operator name and operator notes can also be typed.

Then click Print.
The screen below allows viewing, exporting and modifying the logo, which will come out with the

report.
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Report exporting

Click OK and a screen with data for printing opens.
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Digifort

| Security image report

Image details

Camera vic (vic)

Date and time of capture 11/22/2014 4:20:26 PM

Operator name admin (System administration account)
Date and time of printing 11/22/2014 4:26:23 PM

| Operator notes
| Crash

In case of playback of multiple cameras, if no camera is selected in the tile, the report will come out
with the image of all cameras:
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O (Fatdgg daiatia 1)

S e e st

SrusnE s

Digifort - IP Surveillance System

Digifort - IP Surveillance System

[

[ty e e

If the image is with Digital Zoom, the report will be generated only with the Digital Zoom image:
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Digifort - [P Surveillance System -

| Security image report |

m

Image details
Camera 07 (Recepgio Saldo 1) i
Date and time of capture /1172015 10:05:01 AM
‘ Operator name francisco (Francisco Luiz Zanini)
Date and time of printing 9/14/2015 2:28:29 AM
‘ | Operator notes |

6.5 Thumbnails

The Media Player allows searching by thumbnails. This excellent feature will display a thumbnail for
different recording times, allowing the quick pinpointing of a desired scene.

It is possible to generate thumbnails based on a slice of time, where the system will display
thumbnails with a fixed time interval or by bookmark in which case the system will display a
thumbnail for each camera bookmark. The system further allows the custom choice of time intervals
and the size/number of thumbnails on the screen. By clicking on a thumbnail, the video will be
synchronized with the time of the thumbnail for quick event viewing.

© 2002 - 2020 by Digifort, all rights reserved



Video Playback 117

Initial date Initial time:

MO 112016 Sl 0 34:52] g

This screen has the following configurations:

e Choice of camera for the search: Selects the camera for which you wish to view the
thumbnails. The camera must already be open for playback within the previously set time.

e Type of search:
0 Time: Divides the thumbnails by set intervals. In the example abowe, there are thumbnails at
ewvery 10 minutes.
0 Bookmark: Provides bookmark thumbnails created by the user.
e Start date: Selects the start date from which the thumbnails will be displayed.
e Start time: Selects the start time from which the thumbnails will be displayed.
e Interval: Selects the desired interval between each thumbnail.
e Time in minutes: If the "custom" option is selected in the interval option, it is possible to select
the desired interval in minutes in this option.
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e Image size: Selects the display size of the thumbnails: Large, medium or small.
e Update: Updates the screen with new recordings.

The system further allows searching the thumbnails in videos exported in native format.

6.6 Playing Exported Videos Back

After exporting the video in the "Digifort" format, enter the export directory and find the icon "Player.

exe".

This is the playback player of exported videos:

g Digifort - Media Player

pany name:
ort

Resposible:

If the video is exported with a password, when you open it you will see this screen:
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When the exportation was created, some information such as the person responsible for the

exportation and his description was lost, these descriptions can be viewed in this first screen as
shown in Figure 4.23.

Simply click on Start and the video player will be executed with all of the functions presented
on Video Playback/ %", as shown in Figure bellow.

Time selection
Timeline
Maotion search

Media exporting

Audio recording
© sinalization

- 7 = | 11/04/2013 | quinta-f8 il dd
L o :
~ R —— P ———

| 18:00:00
—_—
il ) B —

|

"___' 1 Minute(s)
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6.6.1 Image and decoder options in the exported Player

The exported video media player in the native format provides video playback options:

e Resizing Options: It allows you to configure the type of image resizing for improved viewing.
e Video Decoder:It allows you to choose multi-threading options for decoder via software (for higher
performance) and decoding via NVidia GPU (only on Player64.exe)

s Digifort - Media Player

Multi-threading ft i ecoding

Use NVidia hardware det

tart Normal

6.7 Quick video playback

Thinking about usability, Digifort allows there to be a quick playback of recorded videos.
On the Suneillance Client’s main screen, right-click on a camera image, as shown in the image
below:
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..... : Revisdo Instantdnea
‘_""‘ Reprodugdc de midia (Cdmera dnica) *

o Reproducdc de midia (Multiplas cdmeras) »

Criar Bookmark

it Matriz Virtual - Exibir em *

e Matriz Virtual - Exibir todos objetos em ]
Perfil de midia b
PTZ ]
Foto de Tela

Detecgdc de Movimento b

Filtros de Irmagem

Congelar Imagem

Remowver Objeto

Three playback options are available:

e Instant Review: This option provides a quick way to playback a video with a pre-set time.
This option becomes very useful for environments where the quick viewing of events is
necessary, such as, for example, in Casinos where the instant review of a fact is necessary.

By right clicking on the camera or on the list of cameras, the context pop-up will be displayed
and the first option will be Instant Review, allowing quick access to the event.

You can set the time that the Instant Review will play:

Last 5 seconds

Last 10 seconds
Last 15 seconds
Last 20 seconds

To set the desired time, access the screen shown in the video playback menu chapter. | 4
There is also a special “Instant Review with Backward Playback” option. This is becoming an essential
tool for Casinos, as playback will start at the current time and will play the video backwards, allowing the
visualization of a fact that occurred in a few moments.

e Media playback (Single Camera): This option plays back the video from the selected camera.
After the option is selected, the timeline screen will be displayed as in the Video Chapter@
chapter;

e Media Playback (Multiple Cameras): This option plays back the video from the cameras that
are in the mosaic. After the option is selected, the timeline screen will be displayed as in the
Video Chapter| ® chapter;
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The quick playback option is also available for Analytic and LPR objects, when available.

“~Note

The quick video playback option can also be accessed by right-clicking on an object in the list
(cameras or mosaics)

6.8 Archived Video Playback

Archived videos are considered "cold storage" and are part of the archiving system, which can be
configured to copy all recordings from the day to an archiving folder.
To learn how to activate the image-archiving feature, see the Administration Client.

Due to the format of the archived recordings, it is only possible to playback 1 day of archiving per
playback session, selecting the day available in archiving through the archived recording selector.

To view the archived image from a camera, simply right-click on the desired camera and then on
Archived Recordings. In sequence, select the desired day:

Media playback (Single camera)

Media playback (Multiple cameras) 30 seconds ago
Create bookmark 1 minute ago
5 minutes ago
Virttual Matrix - Show at

Virtual Matroc - Show all objects at

15 minutes ago
30 minutes ago
Media profile
P1Z

Manual Events

1 hour ago
6 hours ago
12 hours ago
Screenshot
Motion Detection 10y 300

Image Filters 3ioys 890

1 week ago
2 weeks ago

Remove Object

Customized
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7 PTZ

The Surweillance Client allows the user to control movable cameras via the PTZ feature.

Digifort offers four types of camera movement control: movement via the screen’s basic and
advanced controls, via table joystick, visual joystick and by click-and-center.

To mowve a camera, first you hawe to select it by clicking on the chosen camera twice creating a red
strip on its upper part.

The following topics explain how the four types of camera movement work.

7.1 Movement by screen controls

Digifort offers all of the basic tools for moving a camera via screen controls. To access this
feature, locate the PTZ controls in the main screen of the Surweillance Client, as shown in the
picture below. These controls will only be available if a camera with PTZ support is selected.

Central button: Activates the movement by click-and-center.

Mais zoom e menos zoom: Increases or diminishes the zoom of the selected
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camera.

- Sensitivity bar: This bar defines the speed at which the camera will move when
executing a PTZ function. Digifort always keep the last position used by the user.
7.2 Movement by Click-and-Center

This feature makes it possible for the user to click on some point of the image in which he wants to
center the image.

When clicking on the camera image, the camera will move positioning itself in such a way as to
center on the clicked point.

To access this feature, select the desired camera, double-click in the image, and then click on the
central button of the screen’s PTZ control, as explained in the previous topic.

7.3 Movement via Visual Joystick
The visual joystick is a tool that simulates the functioning of a table joystick.

To activate the visual joystick, select a camera and then click on the Joystick button.
The Joystick controls should appear as shown in the figure below:
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Camera 1

To use the visual joystick, keep the left button of the mouse clicked and mowe it to any position
of the image. The further away the mouse is from the center of the image, the faster the camera
movement will be, and vice-versa.

To carry out zoom operations, use the mouse’s wheel, turning forward bring the image closer,
and backward mowes the image back. The zoom speed can also be controlled and visualized by

the control to the left of the image. The nearer to the center the red mark is, the faster the zoom
will be, and vice-versa.

7.4 Movement by presets
See Presets Buttons/ 17

7.5 Movementviathe Digital PTZ

The Digital PTZ was created so that it is possible to move more dynamically in fixed cameras. The
Digital PTZ means a fixed camera can simulate features such as Pan, Tilt and Zoom.

In a fixed camera, the icon indicated in the picture below shows that the feature is active:
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To start using the digital PTZ in a fixed camera, first start by zooming a chosen area. To Zoom, use
the mouse wheel or the zoom button on the PTZ control.

When zooming, there will be a square with the whole image of the camera and a red square showing
the area in the image where the zoom is working. See the picture below:

JPEG Intel IJL 1.5
! Re g rmedia data,..

Once the zoom has started, all the Pan and Tilt options will be enabled. The Virtual Joystick can
also be used with the Digital PTZ

Another way to mowe the Digital Zoom is by clicking and dragging the red square (zoom area) shown
in the picture abowe.
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8 Executing Local Recording

Digifort makes it possible for the operator to carry out recording in his sureillance station, that is, in
addition to the images being recorded in the sener, they can also be recorded in the operator's

compulter.
To access this feature, enable the recording controls in the Suneillance Client configurations.

After enabling this feature, the recording controls will be displayed over the image of the camera, as
shown in the picture below.

Squarel

To start camera recording in the operator's workstation, click on the recording control. When this is
done, the control will remain blinking.

To stop the recording, click again on the recording control.

To learn how to play local videos back, see Video ExportatioanO"I
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9 Global Events

Digifort allows the creation of global events that can be triggered by the user through the Monitoring
Client.

These events can, for example, trigger sirens, open electronic doors, turn on lamps. To learn how to
configure global events, refer to the Administration Client manual.

9.1 How to activate global events

To activate global events, click on the Trigger Events button, located on the main screen of the
Suneillance Client, as shown in the picture below.

Events
Global Events Manual Events

Ll

e
() activate recording

activate retonding

D) Change to High Profile

Change bo High Profile

O Change to Low Profile

Change to Low Profile

O deactivatiing recording

deactivatiing reoonding

O Eventl

Eventd
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All of the global events registered will be shown in the screen.

To activate a global event, simply double-click on the desired item.
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10 Manual Events

Digifort allows the creation of manual events that can be triggered by the user through the Monitoring
Client.

These events can, for example, trigger sirens, open electronic doors, turn on lamps. To learn how to
configure manual events, refer to the Administration Client manual.
10.1 How to activate manual events

To activate manual events, click on the Trigger Events button, located on the main screen of the
Sunweillance Client, after this click on Manual Events Tab as shown in the picture below.

Events

Global Events  Manual Events

@

o+

Panic Event

Panic Event

All of the manual events registered for the selected camera will be shown in the screen.
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To activate a manual event, simply double-click on the desired item.
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11  Working with Analytics

The Digifort Software can work with video analysis. If you have this module, duly licensed and
configured, you can see how it works in the suneillance client.

To learn how to create analytics configurations, refer to the Administration Client manual.

After registering your analytics, they will be available in the Digifort's sidebar list, as shown in the
picture below:

7 Digifort Enterprise - Surveillance Client

~~

Yehicle

10.1 sy
1krm/h )
4.3 m

Listen:

vehicle

122 s
1 kmyfh
9.5 m

Simply click and drag the analytics configuration to a screen style to see it working.

11.1 Events bar

e The events bar in the analytics notifies the last fifty events since it was activated on the screen.
[

e The bar has the following functionalities:
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Start time End time

e Start time: Start date of the event.

e End time: End date of the event.

e Area: Area in which the event was captured. Obs.: Not all analytics have a configured area to
work such as, for example, face detection.

e Event: The type of analytics that set off the event.

e Class: The class of object that set off the event. Obs.: The class of objects is only available in the
advanced analytics.

The events bar organizes events in a decreasing order, that is, the last event triggered comes first.
You can watch the video of an event by clicking on it with the right-hand button on the mouse and then
on the option Playback event video.

AM

12/9/2014 12:37:12 AM 1. - Wehide

s

11.2 Screen controls

When there is an analytics object on the screen, some functionalities can be enabled or disabled.
As a rule, the Digifort analytics shows information on the configured areas, counters, objects, object
traces, etc. Such information can be hidden if needed as shown in the example below:

“Person
0,750
4 km/h

In the menu where the pointer is located you can see the following functionalities:

e Reset all counters: Resets the count on all counters available on the screen. You can reset a
specific counter by clicking on it with the right-hand button of the mouse as shown in the picture
below:
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2

Show counters
Show I:Itlel:fE

Show object trail

Show object area

Show object speed

v
'
W
W
W
'
W
W

Show object height

w non-alarmed objects

Virtual Matrix - Show at

Remove Ohject

Show areas: Enables or disables view of the areas configured on the screen.

Show lines: Enables or disables view of the lines configured on the screen.

Show Counters: Enables or disables view of the counters on the screen.

Show objects: Enables or disables view of the square around the object on the screen.

Show object trail: Enables or disables view of the object trail on the screen.

Show object classification: Enables or disables view of the object classification (car, person, no
classification, etc).

Show object area: Enables or disables view of the calculation of the object area (m).

Show object speed: Enables or disables view of the calculation of the object speed (km).
Show the objects not alarmed (Show non-alarmed objects): Show the objects that are not
triggering alarms on the screen. When an object raises an event of the analytics its outline
changes from yellow to red. If the option is disabled, Digifort only shows the object in red when it
raises an event.

Show object height: Enables or disables view of the calculation of the object height. Obs: The
height of the object is shown when the Grid is placed in a more vertical position as shown in the
picture below:
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To learn about analytics configuration, refer to the Administration Client manual.

The analytics are also integrated with the virtual matrix. To understand how the virtual matrix works, refer
to the Virtual Matrix .

11.3 Recording and Metadata

It is possible to activate the recording of data generated by analytics together with the images from
the camera. To learn how to activate this feature, see the chapter Registering a Camera ->
Metadata in the Administration Client.

When a camera is used by an analytic and the metadata recording feature is activated, it is possible
to view the data generated by video analysis in its recording:
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g I

Time selaction

Timeline

Mation search

Media exporting

Image filters

16 4:45:24 PM 1x

During video playback, a purple color bar appears in the timeline showing the metadata
recording track .

The system also allows the selection of which analytic metadata will appear , just click
the right button on the image as shown in the image below :
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Person
1.9 sqm 0.7 sqm
0 kr/h 0 km/fh
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Show lines
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o
u
w
'
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g

Show non-alarmed objects

Note: The metadata will also be included in native format after exportation.
If the recordings archive is active for a camera with metadata , it will also be available.

To learn more about analytical see chapter Working with Analytic|[1s7)
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12  Analytics records

With Digifort it is possible to search and refer to all the analytical events that occurred in the
system.

As well as being able to quickly access those logs, it is also possible to create reports to
statistically analyse the data.

12.1 Searchrecords

To search records, click on Analytics records as shown in the picture below:

[ ANALYTICS RECORDS

The following screen will show up:
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72 Analytics

Final date Camera

Details of the selected record

In this screen you can search records in different ways. We will go through each one in the following
chapters.

When the Search key is pressed without a filter being configured, all the records in the database
are shown:
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Final da

1

11/11/2014 5:54:16 PM 11/11/2014 5:54:16
1 7 PM 11/1 -

Details of the selected r

In this same screen you can export the list of all records in CSV format by clicking on the Export
button.

All analytics events start and end at a certain date and time, so it is possible to see a recording of the
exact moment by clicking on the chosen record and then on the Video button as shown in the Picture
below:
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11/14/2014 3 11/14/2014 3

After clicking on Video, the Digifort player will open with the video of the event.

147
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12.1.1 Details of the record

Some analytics records include annexes with a photograph of the moment of the event.

In the face detecting event: the face captured is stored in the database.
In the missing objects and objects left module: the picture captured by the camera is stored with a
red square on the place or object that set off the event.

To see the details of a record simply select it and click on Details of the selected record as
shown in the picture below:

11/14/2014 3

12.1.2 Search with filters

The record filters were developed to facilitate the record search in the surweillance client. It is
possible to quickly locate an event and view information and video.
To add filters, click on Manage Filters as shown below:

7% Analytics
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12.1.2.1 Search by date

Search per date allows you to filter the records by the selected date.

To add the filter click on Manage filters, and then click on the Date tab.
To activate the filter simply click on Activate filter.

You will see two options: Full date and Fractional Date.

To search per Full date simply choose the Start date and the End Date, and start and end time as
shown in the image below:

at End date

11/10/2014 Ml 11/14/2014 >
12:00:00 AM 11:59:59 FM

The search per Fractional Date allows a greater variety of combinations. Select the Fractional
Date field as shown in the following image:
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ime End time

12:00:00 AM 11:59:59 PM

This screen has the following features:

Day: Set the initial and end day to filter the events between these days.

Month: Set the initial and end month to filter the events between these months.
Year: Set the initial and end year to filter the events between these years.
Weekday: Set the initial and end weekday to filter the events between these days.
Time: Set the initial and end time to filter the events between these times.

This search allows merging fields and getting results like the example below:

| want to search the events between the days 1 and 20, between the months of July and
December, between the years 2010 and 2011, between Monday and Friday and from 06:00 to
22:00.

After setting click on OK.
On the main screen of the report click on Search as shown below:
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2 Analytics
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Details of the se

12.1.2.2 Search by camera

Search per camera allows you to filter the records by the selected camera.

A camera can have more than one analytics configuration. This search gets the events from a
specific camera as shown below:
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To activate the filter simply click on Activate Filter, select the camera you want and then click on
OK.

Then on the main screen click on Search:
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Initial dat Final date Z

11/11/2014 11/11/2014 ounting line - 5 E SAIDA

Details of the selected record

12.1.2.3 Search by object classes

The Digifort advanced analytics enable the Object Classification registration (for more information
check the administration client manual). You can search for events in which the objects are involved.
For example: | want all events triggered by person classification.

To add the filter click on Manage filters, and then click on the Object Classification tab.
To activate the filter simply click on Activate Filter.

The image below shows an example:
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Manage filters

After selecting the object classification to filter, click on OK.
On the main screen of the report, click on Search:
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2 Analytics

Details of the selected record

12.1.2.4 Search by events

Search per events allows you to filter the records by the selected event type.

To add the filter click on Manage filters, and then click on the tab Events.
To activate the filter, simply click on Activate Filter.

The image below shows a search with only events of Face detection:
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Manage filters

After selecting events to filter, click on OK.
On the main screen of the report, click on Search:

© 2002 - 2020 by Digifort, all rights reserved



Analytics records| 157

2 Analytics

Initial Final date

11/14/2014 3:46:01 PM 11/14/2014 5:01 PM

12.1.2.5 Search by zones

The Presence, Entrance, Exit, Appear, Disappear, Loitering, Direction Filter, Speed, Left
and Removed Objects analytics work from a zone created in the Administration client.

To add the filter click on Manage filters, and then click on the Zones tab.
To activate the filter simply click on Activate Filter.
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Manage filters

ject classes Events

After selecting the zones to filter click on OK.
On the main screen of the report, click on Search:
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12.1.2.6 Searching per servers

159

Searching per servers allows you to filter the records per senver in case the suneillance client is

connected to more than one.

To add the filter click on Manage filters, and then click on the Servers tab.
To activate the filter simply click on Activate Filter.
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Manage filters

Jescription

Select the server you want and then click on OK.

Then on the main screen click on Search:
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/2 Analytics

Final date

PM 11/11/2014 5

Detsils of the selected record

12.1.2.7 Mixing the filters

Note that the Enabled Filters are displayed on the top bar where you can add them or delete them
as necessary:

The filters selected intersect, that is, only the information they share will be filtered.

12.2 Generating Charts

The analytics charts are a powerful tool that include instant statistic records of every event in the
system. In the following chapters, we will look into this tool in more detail.

Start by clicking on the Charts tab on the analytics record screen and the following screen will show
up:
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Legend of

Legend of ¥ axis

This chapter uses concepts related to filters explained in the chapter Search with Filters [148),

12.2.1 Chart Configurations

The chart tool provides greater flexibility when you have to produce reports.
The chart configurations are as follows:
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Distribution

Hourly

12.2.1.1 Chart Types

Chart Type: This option defines the type of chart produced. There are the following options:

e Bar chart: The bar chart looks like this:

e Lines chart: The lines chart looks like this:
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¢ Pie chart: The pie chart looks like this:

12.2.1.2 Series and Distribution

By combining the Series and Distribution functions you can obtain interesting results in the
reports. Let's look at each one.

In the picture below, the chart type was configured as Bars, and Events in the Series option. Like
this, the chart will show the sum of all events in the system on the Y axis (in this case, there have
only been recorded Direction events).

The Distribution shows data for a certain time sample. In the picture below, the distribution is Daily,
that is, the sample shows ewvery day of the week (1, 2,3 ...31). As no filter on the right has been
activated, such as the Date filter for example, the chart will show the sum of every event since they
started being recorded.
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If the Date filter is activated, the result may be different, as shown in the picture below:

To understand how filters work, refer to the chapter Search with filters[48),
The Distribution option is related to the X axis on the charts, with the time sample to be more precise,
and includes the following functionalities:

e Hourly: Divides samples into hour periods (from 00:00 to 23:00). If no filter is selected, there is a sum
of the sample for such times for every day/week/month/year.

e Daily: Divides the samples into days (from day 1 to day 31). If no filter is selected, there is a sum of
the sample for such days for every week/month/year.

e Weekly: Divides the samples into weeks (from Sunday to Saturday). If no filter is selected, there is a
sum of the sample for such weeks for every month/year.

e Monthly: Divides the samples into months (from January to December). If no filter is selected, there is
a sum of the sample for such months for every year.

e Yearly: Divides the samples into years (years which include records). If no filter is selected there is a
total sum of the sample.

The Series option is related to the Y axis on the chart, more precisely with the sample, and includes the
following functionalities:

¢ Events: If no filter is configured, this option will show the sum of all events on the Y axis according
to the distribution on the X axis, as shown in the example below:
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e Object Class: If no filter is configured, this option will show the sum of all events, organized
according to the classifications of the objects that set them off. For example::

" Note

Face Detection, Objects Left and Missing do not store object classes and therefore will not be
included in the statistics for that filter.

e Zones: If no filter is configured, this option will show the sum of all events, organized according to
the areas where they were captured. For example:
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" Note

Face Detection, Objects Left and Missing do not store object classes and therefore will not be
included in the statistics for that filter.

e Cameras: If no filter is configured, this option will show the sum of all events, organized according to
the cameras where they were captured. For example:

Movember

o Week: If no filter is configured, this option will show the sum of all events, organized according to the
weeks when they were captured. For example:
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Movember

e Month: If no filter is configured, this option will show the sum of all events, organized according to the

months when they were captured. For example:

Movember lecember

e Year: If no filter is configured, this option will show the sum of all events on the Y axis according to

the distribution on the X axis, as shown in the example below:

Movember
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12.2.2 Chart Options

Some options enable the user to change the chart layout for printing or for a better view.

The picture abowe includes the following functionalities:

Title: Adds a title to the chart as in the picture below:

169
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Subtitle: Adds a subtitle to the chart as in the picture below:

Title
Subtitle

Face detection

Legend of X Axis: Adds a subtitle to the chart as in the picture below:

Title

Subtitle ;
etection

Hours

Legend of Y Axis: Adds a subtitle to the chart as in the picture below:
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Title
Subtitle

3D: Option that can give the chart a 3D look. The picture below shows the chart with this option enabled
and disabled, respectiwely:

Legend: Enables or disables the captions in the chart. The picture below shows the chart with this
option enabled and disabled, respectively:
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Title

Subtitle

Show values: Enables or disables the values in the chart. The picture below shows the chart with this
option enabled and disabled, respectively:

Title

Subtitle

The Print button opens a screen with the report to be printed or saved on the disk as shown in the
Picture below:
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(‘\ Analytics chart
v Issue date: 12/3/2014 4:00:025 PM
Title
Subtitle
B Presence 79.87 %
@ Enter 2013 %
.
Totat 154
4 1 ] »
“~ Important

A standard printer must be configured in the computer for any printing or record print preview.

12.3 Generating Reports
The analytical reports allow the user to be able to generate a custom report with analytic records.
You can view the report on the screen, print, or export the report to PDF and CSV.

The report screen is accessible by the Report button at the top of the screen as shown in the image
below:
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The operation follows the same logic as the graphics screen displayed in the previous chapter
Generating Graphics [161], You can filter the information by the options found in the left sidebar and
select the type of number and distribution you want. Below is an image of a report where the
distribution is weekly and the series are classes of objects:
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13  Working with LPR

The Digifort Software can work with plate recognition (LPR). If your module is properly licensed and
configured you can see how it behaves in the Suneillance client.

To learn how to create analytics settings, check the Administration Client Manual.

After registering your LPR, it will be available in the Digifort sidebar list as shown below:

Simply click and drag the LPR configuration in a screenstyle to see it working as shown in the
image below:
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Today || Owner: Chico
17:24:52

The screen central image shows the last plate recognized, or the plate selected in the event bar on

the left.

The first image on the top right shows us the live camera where the recognitions are being performed

. The cameras below show peripheral cameras, if registered.

To learn about peripheral cameras, check the Administration Client Manual.

13.1 Plate Identification

When plate recognition is triggered, physically or virtually, Digifort recognizes the characters as

shown below:

Today

] & Today
4670282 17:249:50

& 3 Today
341C2965 17:24:48

Today
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Digifort works with a plate reading accuracy rate as shown in the image above. This rate is sorted by
colors:

e Black: high hit rate;

¢ Blue: awerage hit rate;

¢ Red: low hit rate;

When there is a plate recognition, an event is automatically generated in the right sidebar.
In the image below there is an area destined to the License plate information. This area tells you

whether the recognized plate belongs to a list previously registered in the administration client
(Check the Administration client manual). For example: Stolen cars list, allowed cars list, etc.

Today |3 Y| Cuner: chico
172e52  |[MERES

In this image, the plate selected in blue belongs to the green list "Stolen Vehicles". The software
also shows whether a comment was registered with the plate and the detection time.

All plates, times and dates are recorded in the Digifort database and can be searched from the
suneillance client.

13.2 Registering plates

It is possible to register plates in Digifort to generate events.
In the Sunweillance client new plates can be inserted into existing lists by clicking on the Register
new plate button shown in the image below.

To understand more about LPR events and lists, check the Digifort Administration Client Manual.
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Enter the plate you want and the additional information if necessary. The plate can be inserted into
one or more previously registered lists.

13.3 LPR Records

Digifort allows all LPR events in the system to be searched and consulted.
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13.3.1 Search Records

To query records, click on the LPR Records option as shown in the image below:

MEDIA PLAYER

ANALYTICS RECORDS

LPR RECORDS

TRIGGER EVENTS

PROTECTED RECORDINGS

EVENT LOG

AUDIT

REPORT AUTHENTICATION

The following screen will be displayed:

181
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Search Reliability chart Hit chart

Reliability

On this screen, you can query records through several methods.

We will see each one of them in the following chapters.

When the Search key is pressed with no filter configured, all records contained in the database

will be displayed:
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2 License plate recognition

Today
3:07:44 AM

The red bar shows the search progress while Record Count is shown to the right of the screen.
With the camera with the LPR on the screen, you can query by the recent record in two ways:

By right-clicking on the record and choosing Quick Search:
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Digilorl Enterprise - Suryeillance Cienl - Monilor 1

LPR Dome Entrada

B ey Add this license plate to ists

Categonze license plate

Wadify recognized plate
Rodma final 5 -

Playback video

Or by clicking on the lower option, Quick Search:

gkt Cnfterpree - Sprysillsnce Chent - Monitor 1

LK Doma Entrada

By 12019 T B 1R L
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Simply select the date in which the query must be performed and fill-in the field with the plate of the
vehicle to be queried.

In the advanced search screen, you can export the list of all records in CSV format by clicking on the
Export button.

Every LPR event has a date and time, therefore, you can see the recording of the exact moment by
clicking on the desired record and then on the Video button, as shown in the figure below:

Camera
|24/11/2010 16:13:21 Camera_02
|24/11/2010 16:13:26 Camera_02
|24/11/2010 16:13:44 Camera_02
|24/11/2010 16:13:49 Camera_02
|24/11/2010 16:13:55 Camera_02
124/11/2010 16:14:08 Camera_02
|24/11/2010 16:14:21 Camera_02
124/11/2010 16:14:35 Camera_02
|24/11/2010 16:14:38 Camera_02
|24/11/2010 16:14:49 Camera_02
|24/11/2010 16:15:05 Camera_02
|24/11/2010 16:15:13 Camera_02
|24/11/2010 16:15:17 Camera_02

Ticense plate not found

After clicking on the video button, the Digifort player will open playing the video of the ewvent.

13.3.1.1 Details of the record

The LPR records store the photo of the captured plate in detailsin the database.
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To see the details of a record, simply select it and click on Details of the selected record, as
shown in the image below:

License plate recognition

Medium

1 11/13/2014
4:08:30 PM

When viewing a recording of an LPR record, you can activate the digital zoom feature for image
analysis.

During real-time detection, if any record has been detected incorrectly, the operator may manually
alter the record as follows:

Right-clicking on the record:
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Uagafort Cnberpree - Spryeilsnos Chent - Monitor 1

LK Doma Entrada

And selecting the Modify Recognized Plate option, the following window will be displayed, allowing
the record to be altered by the System Administrator or by an operator with the appropriate
permissions:

Madificar placs

Bearing in mind that such changes can only be made by the System Administrator or by users with
the following permission:

Reconhedmenta de Placa

[ status das Configuragies de LPR

[ ] configuracies e cadastro

[ ]Permitir indusdo de placas no monitaramento

||:| Permitir alteracio de placas reconheddas no monitoramento
[ ]Pesquiza e relatdrios de LPR

13.3.1.1.1 Display plate cropping in results
The LPR record viewer (live and query) now allows the display of the recognized plate cutout.

In live records, the system allows you to choose between image cropping or the virtual representation of
the plate:
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In the details of a record in the LPR record query, it is possible to configure the display of both

the plate cutout and the virtual plate.

L. 12:08:27
PM

M Rodizio final 1 2 2

igurations
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Country Settings (Camera) Lists

QNK3341 Brazil LPR - Frente Digifort

Total from group: 1

Total: 1

IH\gh reliability

Medium reliability
ILow reliability
INn reliability

Authentication code Digifort - IP Surveillance System

Issue date: 1/17/2020 10:15:22 AM
Page 1/1
555C-7D7D-0AZE-20BE-97B0-73F4-2FDE-447A

13.3.1.2 Search with filters

The record filters were developed to facilitate the record search in the Suneillance Client. With
filters it is possible to quickly locate an event. See video and information.

Next we will see how they work.

13.3.1.2.1 Search by Plates

The plate filter allows one or more plates to be quickly located in the logs.
There are two types of search: the simple search and the advanced search.

To add the filter click on Manage filters, and then click on the Plates tab.
To activate the filter simply click on Activate filter.
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13.3.1.2.1.1 Simple Search

In the simple search, the search is made by the entire plate,

shown below:

Manage filters

anfigurations

Advanced filter

Type one license plate per line

After typing the interest plate click on OK.

Then on the main screen click on Search:

that is, what you type is searched as
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2 License plate recognition

1 11/13/2014
4:08:30 PM

The records related to plate are displayed.

13.3.1.2.1.2 Advanced Search

191

In the advanced filter option there is a wider range of options to locate a record in the database.

Select the Advanced Filter option. The following options are available:
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Manage filters

This screen has the following features:

The options below can be combined with AND and OR with the conditions Start with, End with,
There is and Exact:.

Start With: Set the plate first character or characters.

End With: Set the plate last character or characters.

Exists: Set a character or combination of existing characters in the plate in the order you want.
Exact: Set the exact plate to search.

AND — Does the logic AND with the combinations creating Conditions.

OR — Makes the logical OR with the combinations creating Conditions.

For example: Search for plates that start with "KU" and end with "88" as shown in the image above
or start with "KU" or end with "88".

13.3.1.2.1.3 Pesquisa Rapida

Live LPR control has a quick search function. Through the "Quick Search" button on the interface, itis possible
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to quickly open a small query screen that already has a pre-configured filter to bring up all the records for the

current month and allows you

LPR - Frente Digifort

B “F ‘55“3 BAP

EFC-0633

B Rodizio final 3 e

13.3.1.2.2 Search by date

This filter works in the s

to specify a list of plates for quick consultation.

B nome Telhado

Quick search

te

1/ 1/2020 Sl 1/31/20
00:00:00 23:50:59

per line.

oK

Today ; Country:
1°246:39 BAP‘ 5503 BAP5503
M =

Rodizio final 3 e 4

ame way as described in the chapter Search by Date/149]

The following Filters can be applied to the search:
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Placas

Velocidade

Cimeras

Configuracoes de LPR

t{& Categorias

Classificacoes

Fabricantes

Cores

Paises
Listas
Confiabilidade

Proprietario

!D Servidores

13.3.1.2.3 Search by camera

This filter works in the same way as described in the chapter Search by camera/ %]

13.3.1.2.4 Search per LPR configuration

This filter allows plates to be searched in only certain LPR settings.

To add the filter click on Manage filters, and then click on the LPR settings.
To activate the filter simply click on Activate filter.
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Manage filters

Select the configuration you want and click on OK.
Then on the main screen click on Search.

13.3.1.2.5 Searching per server

This filter operation is equal to the one described in the chapter Searching by server

13.3.1.2.6 Searching by reliability

It allows filtering records through the reliability of the recognition result.

195
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Manage filters

m Date

EEH License plates =
Speed

it cameras
LPR Configurations

IXE categories

4 Classifications

ﬂﬁ! Manufacturers

O colors

'S i Countries

3 Lists
Reliability
.
Owner

l . I Servers

13.3.1.2.7 Searching by ow ner

It allows records to be filtered through the vehicle’s owner. The wehicle’s owner can be specified in the
registration of plates through the Administration Client.
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Manage filters
m Date
EEH License plates
Speed
it cameras
LPR Configurations
IXE categories
4 Classifications
m\‘ Manufacturers

O colors

'S i Countries

3 Lists

EE3) Reliability

l . I Servers

13.3.1.2.8 Searching by list

A new filter has been added to allow records to be filtered through the list of registered plates in the
Administration Client.
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Manage filters

m Date [:=1 Digifort Employee

EEH License plates
Speed
it cameras
LPR Configurations
IXE categories

4 Classifications

ﬂﬁ! Manufacturers

O colors

=

Countries
Lists ]
II';‘ Reliability
.
Owner

l . I Servers

13.3.1.3 Creating Reports

The LPR record search screen allows reports to be saved or printed from a search.

After searching for the interest plates, click on the Report button
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A pop-up will open with the report configuration heading (Report Settings).

In options, you can choose which layout to use for your export.

How to also define:

e Show plate cutout: An image of the detected plate accompanies the record.

¢ Include Reliability Graph: Includes the graph showing the reliability of the detection.
¢ Include Hit Graph: Includes the graph showing the hit rate.

You can also group records using categories on the right side of the window.
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License plate list

Y’

Print date : 25/11/2010
License platefilter: StartwithL ANDEndwith &

Recordsgroupedbydate

241172010

Date Licens@late Camera
24/11201016:12:03 LOX0268 Camera_02
242 ms12:1 LPZ0188 Camera_02
2411201 0M6:14:08 LPE4558 Camera_02
24/11/2011M8:15:05 LOX0263 Camera_02
2411201M8:15:13 LPZ0188 Camera_02
2420 E1T10 LPEG5S58 Camera_02
24011201M6:18:06 Lax0268 Camera_02
2411201M8:18:15 LPZ0138 Camera_02
24M1201M8:20:12 LPEB5SS3 Camera_02
24112011 8:21.08 Lax0263 Camera_02
2411201 M8:21:17 LPZ0188 Camera_02
24M120101M6:23:14 LPEG5S58 Camera_02
2422410 Lax0268 Camera_02

License plate list

A 4

241172010

= Date:24M1/201016:12:03
Licenzeplate: LOX0268

Carmera: Camera_02

Print date : 26/11/2010
License platefilter: StartwithL ANDEndwith &
Recordsgroupedbydate

Date: 241 1201018:12:11
Licenzeplate: LPZ0188
Camera: Camera_02
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~Important

Any printing or record viewing for printing requires that a default printer is configured to the
computer

13.3.1.4 Exporting reportsin XLSX

LPR reports can now also be exported in XLSX format:

Report exporting

13.3.1.5 Printing a record

The LPR record search allows printing a single record. Simply click on the item you want, then leave
the record details box open and then click on Print as shown below:
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2 License plate recognition

11/5/2014

edium

Report

EY] 3:30:57 PM

TN /52014

Type the information for printing:
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Report Configuration

1 Luiz Zanini)

203

A screen opens to allow you to save or print the report. The report format is displayed as in the

following image:
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Digifort -

| Security image report |

Image details

License plate EY'P4577

Camera 40 (Dome Entrada)

Date and time of capture 11572014 3:30:58 PM

Operator name francizco (Francisco Luiz Zanini)

Izsue date: 1172472014 10:07.06 AN
| Operator notes |
| Stolen car |

“Important

Any printing or record viewing for printing requires that a default printer is configured to the
compulter.
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13.3.2 Reliability chart

LPR has a reliability level in reading by character. The Software generates an average and displays the
reliability degree per plate.

Example: The plate ABC1234 had a recognition reliability rate of 90%, which is considered a high hit
rate.

Reliability rates:

Reliability greater than or equal to 90% = High Rate
Reliability between 70% and 90% = Awerage Rate
Reliability less than 70% = Low Rate

After searching for the recognized plate records, you can generate a reliability rate chart. To do this,
click on reliability chart as shown below:

Reliability chart

The chart above shows that 16 readings among the 52 records had the high recognition rate. The
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average rate is 27 and the low rate is 9.
The same chart can be generated in 2D/3D Pizza format. Simply select the chart type:

72 License plate recognition

Reliability chart

The generated chart can be printed or saved by clicking on Print.

13.3.3 Hitchart

Digifort considers a hit in reading the plate when the degree of reliability, mentioned in the previous
topic, is either High or Average.
Click on Hit chart to generate a chart for that information as shown below:
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/2 License plate recognition

Hit chart

The chart shows that among 52 readings, 43 were considered hits and 9 uncertainties.

The generated chart can be printed or saved by clicking on Print.

13.3.4 Plot plate routes

The LPR records query system in the Suneillance Client now features integration with Google Maps,
allowing the display of all recognition points of a plate on the map, simply by registering the GPS
position of the LPR cameras.

By adding a camera using its latitude and longitude:

"""""" frirt TSRS 2 Hoit e L :
I | 8] i :
Latitude Longitude
| |0.000000 | |0.000000 M 7]

Timeout da conexdo (ms)
| = [30000 =l
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The screen for plotting the LPR route will display all points at which the plates informed in the query
were found in the specified period and will connect the points through the time. You can also use Google
Maps routing engine and plot a route between the recognized points; however, for this resource to work
properly, the plate must have been recognized in several cameras to generate greater route precision.
This is an excellent resource for LPR installations in smart cities.

License plate recognition

rt Hit chart Trac

multiple plats

dal Final date
11/14/2019 L 1/14/2019 it
00:00:00 23:59:59

INDUSTRIAL

+ AUTONOMISTAS DRACENA

NOV
— PARQUE JAGUARE. Il
B VILA CONTINENTAL
% CAMPESINA S
JAGUARE Ak

. B cipape (i¢)
! 4 oE DEUS

VILA LAGEADO
BEIRA DA LINHA

{5 - 1411172019 1824.08
GIDADE SAO. M IGUEL FRIAS
FRANCISCO. p i saeevprr
AIQG\SA DE-N-ASCONT

SAQ0 REMO
ADALGISA
VILA DALVA RIO PEQUENO JARDIM
VILA DINORAH SAD REMO
JARDIM IVANA

JARDIM RIO
PEQUEND

i VILA SAD LUIS
PARQUE DOS VILA

PRINCIPES UNIVERSITARIA

JAPIAGU
MADEIRITE

Mapa  Satélite

BOAGAVA

VILA ;
HAMBURGUESA ~A¥ Pry,

3- 1411172019 141322

8 (2 s
4- 142019045327

ALTO D
PINHEIRQ

BUTANTA

CITY BUTA

VILA INDIANA m

CONJ. RES. [sPam

Dados cartograficos 2020 Google {508 m 1 Termos deliso _Infar

The records will be saved in your database, and the latitude and longitude data of the cameras that
made the record will be followed by the times when the vehicle was detected. From such data, the
Sunweillance Client (connected to an LPR senver) can plot the vehicle’s route in a Google Maps map.
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Reconhecsmento de placa

ata ini
8/22/2019 y

[aluEEi ik

= Ponlodse g -
Shgy o Goussmmile  Map  Satellite
Roiesy-ei-Frarce
21 ]
[ 21 ]

Willepante

Samr-uem Aulnay-sous-Bois

Samb-Genmain-an L aye E;E.I-
Meuilly-sur-Seine

Paris
Boulogne-Billancourt o OB

Naoisy-le-Grand
m

Versailles it Pantawli-Combault
i | [ 1e ] retei
e-Bretorneus e ]

In your Suneillance Client, use the following function:

e Plate: The plate number to be queried.

e Start and end date: Hours and days that must be queried in the database.

e Show path: Digifort calculates, based on the times and locations where the plate was detected, the
route traveled by the vehicle and displays it on the map screen.

To see this new feature in action, visit the videos available on our YouTube channel:
http://www.youtube.com/DigifortChannel

Link to the video:
https://www.youtube.com/watch?v=gC7U1GKiRdc

13.3.5 Country Recognition Support

The system supports the recognition of the country of the recognized plates (if the LPR engine used
supports this feature). The country will be added to the recognition results and it can also be filtered
through the new country filter.
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License plate recognition
o

Search Reliability chart Hit chart Trace map route

License Plate te Camera LPR configuration

Manage filters

Available filte

m Date

License plates
Speed
Cameras
LPR Configurations
Categories
Classifications

Manufacturers

ﬂ"': Reliability
.
Owner

l I Servers

Country
Brazil

Brazil

1D D D DD DD

Relizbility
High
High
High
High
High
High
High
High
High
High
High
Medium
High
Medium
High
High
Medium
High
High
High
High
Low
Medium
High
High
High

o final 9 & 0

Radizio final 5e 6

dizio final 3 e 4

o final 9 & 0

Rodizio final 1 & 2

Selected filters

To update your system to recognize the new Mercosur plates, contact Digifort’'s Technical Support and
inform what your LPR Engine is for the correct procedures to be followed.
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13.3.6 Plate Color Recognition

The system supports the recognition of the color of the recognized plates (if the LPR engine used
supports this feature). The plate color will be added to the recognition results and it can also be filtered
through the new plate color filter.

NOTE: Until the release of this manual, the only engine supporting plate colors is the ARH Carmen
engine for plates from the Middle East. If engine manufacturers support plate color recognition for other
countries, the system structure is ready to receive this information.

13.3.7 Vehicle speed recognition

The system supports vehicle speed recognition (if the LPR engine used supports this feature).
The wvehicle’s speed will be added to the search results and the system also provides a filter for records
with speed, in addition to the “speed” column in the search results.

NOTE: Currently the only way to process the vehicle’s speed is by using Edge LPR with ARH LPR
cameras with integrated speed radar. If engine manufacturers support vehicle speed recognition, the
system structure is ready to receive this information.

When configuring LPR events, the system further allows the creation of a condition where the event will
only be triggered if the vehicle is recognized at a speed above the one configured, allowing the creation
of high-speed alarms:
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LPR Events Register n

Gereral  Conditions

% Conditions

] Do not retrigger the event for repeated license plates in the interval

q .
- b 4

Trigger the event only for vehides over speed limit

(Only for supported engines)

[ ] Activate plate expiration contral

Trigoer the event for non-expired plates only
[ ]only trigger event with minimum reliability
High
Middleware integration
[ ] only trigger the event if the plate is registered in the database

Each LPR. configuration has a limit of 10 queries that can be buffered. If this limit is
exceeded or there are communication problems with the database, the event will
not be triggered.

carel

Speed filter for LPR records in the Sunillance Client:

En Date

EEH License plates

oy Speed [ ]
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13.3.8 Vehicle type recognition

The system supports vehicle type recognition (if the LPR engine used supports this feature). The vehicle
type will be added to the recognition results and it may also be filtered through the new wehicle type
filter.

NOTE: Currently the only way to process the vehicle type is by using Edge LPR together with Neural
Server software from Neural Labs. If engine manufacturers support the vehicle type recognition natively in
the LPR engine, the system structure is ready to receive this information.
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Manage filters
m Date =
EEH License plates
Speed
it cameras
LPR Configurations
IXE categories
m\! Manufacturers

O colors

'S i Countries

A Lists
II':’ Reliability
.
Owner

l . I Servers

13.3.9 Vehicle manufacturer recognition

The system supports the vehicle manufacturer's recognition (if the LPR engine used supports this
feature). The vehicle manufacturer will be added to the recognition results and it can also be filtered
through the new vehicle manufacturer filter.

NOTE: Currently the only way to process the vehicle manufacturer is by using Edge LPR together with
Neural Sener software from Neural Labs. If engine manufacturers support the vehicle manufacturer's
recognition natively in the LPR engine, the system structure is ready to receive this information.
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Search Reliability chart Hit chart Trace map route

License Plate Date Camera
11/1/2019

Search

Manage filters

m Date

License plates
Speed
Cameras
LPR Configurations

Categories

Manufacturers
Colors
Countries
Lists
Reliability
Owner

Servers
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Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neura| Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Serv
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server
Neural Server

Neural Server

Available filters

RARARRARARARARARER

D ROVER
LEXUS
MAHINDRA
MAZDA
MERCEDES
MG
MINI
MITSUBISHI

SUZUKI
TOYOTA
VOLKSWAGEN

VOLVO

Country
Brazil
Brazil
Brazil
razil
Brazil
razil
Brazil
Brazil
Brazil
Brazil
Brazil
Brazil
Brazil
razil
Brazil
Brazil
Brazil
Brazil
Brazil
razil
Brazil
Brazil
Brazil
Brazil
Brazil
razil
razil
Brazil

Brazil

Reliability
Medium
Low
High
Medium
Medium
Medium
High
High
ow
Medium
Medium
Medium
Medium
Medium
High

Medium
High
Medium
Medium
Medium
Low
Medium
Low
Medium
Medium
Medium
Low
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Classification
Car
car
Car
Car
Car

Car

Uncertanty

Uncertanty

Uncertanty

Selected filters

AUDI

BMW
CHERY
CHEVROLET
CITROEN

HYUNDA
JAC

RRERRRRRERRRAER

Manufacturer
FORD

FORD
CHEVROLET
CHEVROLET
FIAT
CHEVROLET

CHEVROLET
CHEVROLET
CHEVROLET
FIAT
CHEVROLET
HONDA
CHEVROLET
FORD
HONDA
HYUN
FORD

FL

CITROEN
FIAT

FIAT
CHEVROLET

FORD
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13.3.10 Vehicle color recognition

The system supports the vehicle’s color recognition (if the LPR engine used supports this feature). The
vehicle color will be added to the recognition results and it can also be filtered through the new vehicle
color filter.

NOTE: Currently the only way to process the vehicle’s color is by using Edge LPR together with Neural
Server software from Neural Labs. If engine manufacturers support the vehicle’s color recognition natively
in the LPR engine, the system structure is ready to receive this information.
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Manage filters
m Date
EEH License plates
Speed
it cameras
LPR Configurations
IXE categories

4 Classifications

m\‘ Manufacturers

-

, Colors
Countries
A Lists
II';‘ Reliability
.
Owner

Servers

217

© 2002 - 2020 by Digifort, all rights reserved




Chapter



Event Log

14 Event Log

219

The Digifort event log allows any event in the system to be quickly found, displayed and used as

data to find a recording.

To open the event screen click on the button Event log as shown in the image below:

A FEVENT LOG

The following screen opens:

' Event log
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14.1 Record detail

All registered logs have the option to view the event details.

These details allow the visualization of important information.

In the square on the left in the details, there is information regarding the event itself, for example: In
ewvents inwlving cameras, the camera name and other concerning information as event date and time
are displayed.

The square on the right shows information about the alert actions generated from the event. For
example: e-mails sent, cameras shown on the screen in pop-ups, messages sent, operator
response to an alert, etc. The image below illustrates a sequence of events:

= Motification to surveillance clients

B 2 Usersthat ed the notification

admin (IP: 127

Turn on the lights

In the lower right corner, you can still trigger the video button. When you click on it, the media player
opens to the video from the time at which the event occurred and the associated cameras in the
ewvent alert actions. To learn about alert actions check the Digifort Administration client manual.

1: No
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14.2 Filters

The event logs allow filters for a quick and better search for events.
The filters can be managed from the button "Manage Filters" located in the upper left corner. When

you click on this button the following screen appears:

Manage filters
P t date End dat=
. Date | ) e Sl < 15/2020 -
00:00:00 23:59:59

Alarm input

Device Communication

@ Recording

»
K Motion Detection

Audio Level Detection
% | Manual Event
E, Scheduled Event

O Global Event

O Device Events

“ Analytics

License Plate Recognition
!:l Server Failover

!@ Server events
! ] Servers

Select the "Activate Filter" box so it is added to the Event Log screen. For example: to activate
the Communication error filter click on "Activate filter" and after drag the desire filter to the righr
and click"ok" as shown in the image below:
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Manage filters

EI Date

Alarm input

Communication failure

[ Device Communication

E Recording

*
K Motion Detection

Audio Level Detection
% | Manual Event
['v Scheduled Event

O Global Event

o Device Events

e Analytics

License Plate Recognition

!2 Server Failover

!@ Server events
!: Servers

Note that filters are added on the top bar of the screen, where you can add them or delete them as
you need.

72 Event log

Event type

To delete a filter, simply click on the close button:

i Event log

The filter clicked will disappear from the filter bar:
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*:X Event log

Communicati

Event type

14.2.1 Filter per date

The filters that are selected intersect, that is, only the information they share will be filtered.

Start date End date

11/24/2014 1 1/24/2014 *

12:00:00 AM 11:59:59 PM

14.2.2 Filter per alarm entry

The alarm entry filter searches for all events that were triggered by the alarm entries (dry contact)
from cameras and alarm boards.

The image below shows an example of search:
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2 Event log

11/18/2014 9:48:02 AM  Alarm input

14.2.3 Filter per communication errors

The filter per communication errors searches for all miscommunications generated by equipment
registered in Digifort.
The image below shows an example of search:

© 2002 - 2020 by Digifort, all rights reserved



Event Log 225

2 Event log

11/21/2014 12:00:44 AM cation error

M

14.2.4 Filter per recording errors

The filter per recording errors searches for all recordings errors generated by cameras registered in
Digifort.

14.2.5 Filter per movement detection

The filter per motion detection searches for all movement detections generated by the automatic
event of a camera registered in Digifort.
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The image below shows an example of search:

i

Event log

10/10/2014 &6:

Stop

14.2.6 Filter per manual events

The filter per manual events searches for all manual events generated by a camera registered in
Digifort.

The manual event can be filtered per three categories:

Event: Categorized by the type of event registered

Camera: Categorized by the device in which the event is located
User: Categorized by the user that triggered the action

IP: Categorized by the IP of the computer that triggered the event

The image below shows an example of search:
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Search R

Date vent type vent name

10/13/2014 : I m

Som

14.2.7 Filter per analytical events

The analytics events filter searches for all analytics generated by the Analytics Digifort server.

The manual event can be filtered per three categories:

e Analytics type: Categorized by the analytics rule types

e Camera: Categorized by the camera in which the analytics works
e Zone: Categorized by the zone that triggered the event

The image below shows an example of search:
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"% Event log

Date

11/11/2014 5

14.2.8 Filter per LPR events

The LPR events filter searches for all events generated by the LPR Digifort sener.

The manual event can be filtered per three categories:
e Camera: Categorized by the analytics rule types
o Plate Lists: Categorized by the registered plate lists
o Plates: Search per plates in a text search. All plates must be typed in different lines.

The image below shows an example of search:
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14.2.9 Filter per audio level detection

The filter per audio level detection searches for all events generated in two categories:

e Audio Level: Detection of low and high audio levels.
e Camera: Categorized by the device

The image below shows an example of search:

229
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¥ Event log

Ewvent type } audio level
Audio level detection Low level
High |
High

14.2.10 Filter by category

The filter by category allows records to be queried only by the selected category.
To select a category, simply drag the filter to the right side, onto “Selected Filters”.

e User actions: This filter selects all user actions, such as to add or remove system objects, select
objects in the suneillance client, etc.

e Server connections: This filter will show all connections (login and logout) to the sener. Be it
through the sunweillance client, administration client, RTSP, etc.

The image below shows a search example with this filter:
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Auditoria

Compl

Live vi

14.2.11 Filter by keyword

The filter by keyword allows the user to enter a word which will be queried in the audit fields to
perform a faster search. This word can be usernames, objects, actions, IP, etc.

14.2.12 Filter by servers

If the suneillance client is connected to more than one sener, the audit logs will present the audits
of all servers. With this filter you can select one or more seners where you want to perform the

query.
14.2.13 Filter by event type

The filter by event type allows records to be queried by the selected event type. To select an event
type, simply drag the filter to the right side, onto “Selected Filters”.

Informa

e Warnings: This filter selects all user actions related to system administration, such as, for
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example, add/remove objects, change camera or user registrations, etc.

e Errors: This filter will show all connections (login and logout) to the sener. Be it through the
suneillance client, administration client, RTSP, etc.

¢ Information: This filter shows logs for information purposes, such as user actions, object viewing,
etc.

The image below shows a query example with these filters:

admin

admin £ 9 Login Servidor

14.2.14 Filter by object type

The filter by object type allows records to be queried by the selected object type. To select an
object type, simply drag the filter to the right side, onto “Selected Filters”.

The image below shows the types of available objects.
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14.3 Reports

It is possible to see two types of reports on this screen: Operators' response to events and devices
faults.
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2 Event log

All reports can be exported to the formats: PDF, CSV, TXT, RTF, XLS and HTML.
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Report exporting

The screen allows the logo to be changed in order to customize the report. Simply click Modify and
choose another image file.

14.3.1 Report of Answers to events

The report of Answers to events brings the information entered by users in the alarm pop-ups. To
enable this option, refer to the Administration Client manual, chapter How to set the alarm actions.

To generate the report, simply click the desired option. After clicking, the filter screen for the research
appears:
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Manage filters

: ate End date

12/ 1/2014 b 9/14/2015 ¥
00:00:00 23:59:59

On this screen it is possible that more than one report can be generated at the same time because,
depending on the amount of records, the operation may take some time.
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"2 Event log

When the report is ready to be displayed, the Open Report option will be displayed. Just click to view
the report:
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Operator acknowledge for the events

Issue date: 914/2015 1:23:59 AM

412712015 12:40:57 PM - Global event - Checkpeint
bonilha 10.1.341 4/27/201512:41:38 ok

eric 10.1.301 42712015 12:41:46  OK, verified

412712015 12:44:05 PM - Global event - Checkpoint

Eric 10.1.30.1 42712015 12:44:16  OK, verified

bonilha 10.1.341 4/27/201512:46:25 ok

victor 10.1.224 4/27/201512:55:14 ok

42712015 12:40:57 PM - Global event - Checkpoint

victor 10.1.224 442712015 12:55:22 ok

412712015 12:57:41 PM - Global event - Checkpoint

victor 10.1.224 4/27/2015 12:57:562 ok

eric 10.1.30.1 442712015 12:58:45 ok

412712015 12:40:57 PM - Global event - Checkpoint

glauco 10.1.50.1 4/27/2015 1:02:51 PM 1234

fabiola 10.1.314 4/27/2015 1:04:51 PM ok

junior 101313 4/27/2015 1:08:34 PM sgs

julio_cesar 10.1.22.6 4/27/2015 1:10:61 PM 1

geovane 101.31.5 4/27/2015 1:12:04 PM teste

fabiana 10.1.311 4/27/2015 1:32:17 PM zss

412712015 12:57:41 PM - Global event - Checkpeint

aries 10.1.10.254 4/27/2015 1:46:05 PM ok

bonilha 10.1.341 4/27/2015 2:37:13 PM ok

412712015 12:40:57 PM - Global event - Checkpoint

guilherme.monteiro 10.1.99.49 4/27/2015 3:08:43 PM _

francisco 10.1.10.254 4/27/2015 6:20:59 PM ok

francisco 10.1.10.11 5/6/2015 11:35:57 AM Y.V

Authentication code Digifort - IP Surveilance System

TV T e
4122-0211-9AC0-495F-B1EC-CF82-D255-46FE

14.3.2 Devices failure report

The new devices failure report will list all faults and communication recovery with the system devices,

also providing the failure total time period for each device. To enable this feature, see the Administration
Client manual, Recording Server -> How to trigger a camera -> Events -> Communication.

To generate the report, simply click the desired option. After clicking, the filter screen for the research
appears:
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e filter

Start date End date

9/14/2015 9/14/2015 o
00:00:00 23:59:59

239

On this screen it is possible that more than one report can be generated at the same time because,

depending on the amount of records, the operation may take some time.
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"2 Event log

When the report is ready to be displayed, the Open Report option will be available as pictured. Just

click to view the report:
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% Report view

Device communication failure

Print date: 9/114/2015 1:36:06 AM

Device: 27

Failure date Restored Failure time
9/4/2015 7:59:01 PM 9/4/2015 8:00:34 PM 00:01:33

Total failure time: 00:01:33

Device: 32

Failure date Restored Failure time
9/4/2015 10:12:11 AM  9/4/2015 10:21:30 AM  00:09:19

Total failure time: 00:09:19

Device: 61

Failure date Restored Failure time
9/10/2015 7:34:04 PM  9/10/2015 7:37:06 PM  00:03:02

Total failure time: 00:03:02

Device: 62

Failure date Restored Failure time
9/10/2015 7-:34:04 PM  9/10/2015 7:37:57 PM  00:03:53

Total failure time: 00:03:53
|

14.4 Audit Logs

Digifort’s audit log allows any system event to be found quickly,viewed, and used as data to
generate reports.

To open the audit screen, click on the Audit button, as shown in the figure below:

Q AupIT

The following screen will be displayed:
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Auditoria

Fechar

By clicking on search, the current day’s events will be displayed as shown in the image below:

v t
1/14/2020 12:00:00 AM Camera out of order

BEPE PRPRP

o
o
o
o
Vi
o
A
o
o

By clicking on manage filters, you can filter events by the categories shown below:
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t date End date
[31] oate OF o0 Bl o B

00:00:00 23:59:59

.:-_i_-_-l Category
A Event Type
O Event

Bt Object Type

E- Keyword

! ] Servers

Date: Selects the start and end date to filter the events.

Category: Selects the category of the event you want to filter. Among them are: Server
connections and user actions.

Type of event: It is possible to display events by their criticality. Examples: Errors, System
Information and Alerts.

Event: Selects the type of the event you want to filter. Example: Login events, logout events,
events in which settings were modified, etc.

Object type: Choosesto which device your event is related. Example: Cameras, I/O devices,
senver, etc.

Keyword:Searches for a keyword that may be related to the events. Example: type "Carlos" to
search for events related to the user Carlos.

e Servers: In the case of multiple seners, you can select only the sener of your choice.

14.4.1 Detailed audit

The user action audit has details about changes in the system. Any change made on any object will
now be registered in the audit log details. For example, if a user changes the recording directory of a
camera, or the set recording time, this information will be detailed in the audit log, including the old
values and the new values.

The detailed audit is applied to all system objects, including sener settings, thus making the audit tool
super powerful to record and identify user actions in the system.

Critical fields, such as password or binary fields (or data storage containers) that cannot be displayed in
text will only be referred to as "altered", but their values will not be displayed, such as, for example,
“Lens.Data” in the image below, where there are no values since it is a field stored in the binary format.
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Audit Record Details

ob

e

ct Name
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15 Interface Web

Digifort is equipped with a Web Server that makes it possible to monitor the server's cameras by
way of an Internet navigator.

The access to the server via Web works in a similar way to the Sunweillance Client, but does not
have some functions such as view creation.

By web access it's possible to monitor and play back videos of any camera to which the user has
the right.

15.1 How to access the Web Server

To access the Web Server of Digifort, open your Internet navigator and in the address field, enter
the IP address or DNS of the sener that you want to access, opening the authentication screen,
as shown in the picture below.

Conectar a 127.0.0.1 (2] = |

!

A
IR

0 servidor 127.0.0.1 em Digifort HTTP Server reguer um
nome de usudrio & uma senha.

Avizo: este servidor esta solicdtando o envio do nome de
usuario e da senha de um modo sem seguranca (autenticacdo
basica, sem conexdo segura).

Mome de usudrio: £ admin -
Senha: Ty

[] Lembrar minha senha

[ oK I [ Cancelar

In this screen, enter your user name and password as defined by the administrator in the
Administration Client.

If this is your first access, a screen will be displayed for the installation of the plug-ins of
surweillance and video playback, as shown in the picture below.
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/a\ Bicicort
uivelllance Sysiem

Survnillance | Video Playlbock adiin

surveillance

warning! The Digifort Plug-ins were not found on your computer.

In this screen, there are three installation links. Install the most convenient package:

e Click here to download the complete installation of the plug-ins: Install the plug-ins of
suneillance and video playback.

e Click here to download only the installation of the plug-in of surweillance: Installs only the
plug-ins of suneillance. It will not be possible to play recorded videos back.

e Click here to download only the installation of the plug-in of video playback: Installs only
the plug-ins of video playback. It will not be possible to monitor the cameras live.

After selection of the desired plug-in option, a screen of your navigator will open, requesting a
confirmation that you wish to download the specified file. Click on “EXECUTE" to execute the
installation directly from your browser.

15.2 Monitoring via web access

After installing the sunweillance plug-ins, as explained in the previous topic, click on Surweillance,
located in the gray strip, under the Digifort logo.

© 2002 - 2020 by Digifort, all rights reserved



248 Surveillance Client - Version 7.3.0.0

v\ Disirort

Surveillance

Surveillance Video Playback
Mode Mode

Screenstyles Fullscreen
Objects Obiject List

Add the selected
object

Diaifart - 17 Servaillance Sys
Copyrights 2002 - 2007

PTZ Control
Remove all objects

Delete the selected
view

The surnweillance web interface of Digifort offers the following functions:
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Objects Selection Screen: Open the screen with all of the objects in the system.

15.3 Playing videos back via web access

After installation of the video playback plug-ins, as explained in the previous topic, click on
Video Playback, located in the gray field, under the Digifort logo and right afterwards on Start to
open the video playback screen.

—

disicork

IP Suiveillance Sysiem

o il
Surveiliance | Video Playback admin

Video Playback

Digifart - TP Sarveillance System
Copyright® 2002 - 2007

The functioning of the video player is identical to the video player of the Surweillance Client,
explained on Video Playback| ",
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-

Time selection

Cameras selection

Timeline

Mation search

Thumbnails

Media exporting

Image filters

Initial Time: Final Time:

1 Minute(s)
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