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1 Welcome to Digifort Professional Manual

This User Manual and Technical References provides all of the
information needed to effectively implement and use all of the
basic and advanced features found in the Digifort
ProfessionalSystem Administration Client.

This manual is constantly updated and does not include the
features for Digifort’s Beta versions. Information about the use of

v audio will be included in the next version of this manual.

11 Screen Shots

The screen shots contained in this manual may not be identical to the interface that you will see
using the Software. Some differences may appear, with no impairment in use of this manual.
This is due to the fact that frequent updates and the inclusion of new features are carried out
with the purpose of continuous improvement of the system.

1.2 For whom this manual is intended

This manual is directed toward Digifort System administrators who are responsible for the
complete configuration of the Digifort Server.

1.3 How to use this manual

This manual is structured into chapters, topics and sub-topics.
Important:

e If your version is not the Enterprise, some features may present limitations. To know the
limitations of your version check the Feature Matrix table on the www.digifort.com site.

e The screenshots in this manual are originally taken from the Enterprise version. For this reason,
some features may present differences in the screenshot from the version you are using. We are
constantly updating this manual and improving its content.

14 Prerequisites

For complete appreciation of the content of this manual, some prerequisites are necessary:

¢ Use of computers and their peripherals equipment.
e Use of the Microsoft Windows operating system.
¢ Knowledge of client-server architecture.

© 2002 - 2017 by Digifort, all rights reserved


http://www.digifort.com

Welcome to Digifort Professional Manual
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2 Digifort Services Administrator

The Digifort System is a software developed around the client-server platform, making use of all the
features and benefits that this platform offers.

In the client-server platform, all of the information is stored in the central server responsible for its
administration. In the case of the Digifort System, the server is the component responsible for
(among other functions) maintaining the recordings generated by the images supplied by cameras,
administrating disk space, alerting the operators and administrators about system abnormalities and
making information available to the clients.

The Digifort Server is an application that runs as a Windows system senvice, therefore, it is executed
automatically when Windows is initiated, without need for user intervention.

The Senices Administrator is the software responsible for the control of its execution, displaying
information about the state of working and offering senvice installation and initialization controls.

Note
As this is a Windows senvice, Digifort enables you to use its various features, such as the
Active directory, the Explorer file management system (DHCP, UpnP), TCP/IP communication
systems, video control systems, etc

21 How to execute the Digifort Services Administrator

To execute the Senices Administrator, locate the Digifort Professional 7.2.0.0 Server icon on
your Desktop, or, in Start->Programs->Digifort Professional 7.2.0.0 ->Server->Server and
execute it. The Senices Administrator will be started opening the screen shown in the picture
below:

© 2002 - 2017 by Digifort, all rights reserved
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2.2

Digifort Mobile Camera Server

" = — Fe T = [
migifmt Services Manager |||-*:'-'-tj |EII ] JJ
i a - — B

Digifort Services:
Services Status File

| Digifort Server Service running... C:\Program Files (x...
Digifort Database Server SErVICe running. .. “C:\Program Files (x...
Digifort Analytics Server SErvice running. .. C:\Program Files (x...
Digifort LPR. Server SErvice running. .. C:\Program Files (x...

SErVICe runming. ..

“C:\Program Files (x...

Digifort Server

b

= Smp

The Senices Administrator offers the following functions:

o Digifort Services: Displays the list of available senices that can be manipulated.

Initiate: Initiates the selected senice. Available only if the senice is installed and stopped.
Stop: Stops the selected senice. Available only if the senice is installed and initiated.
Install Service: Installs the selected senice. Available only if the senice is not installed.
Uninstall Service: Uninstalls the selected senice. Available only if the senice is installed

and stopped

For the operation of the following senices must be Digifort in operation:
Digifort Server responsible for managing the recording and communicating with customers.
Digifort Database Server responsible for managing Digifort database.

The "Digifort Analytics Server" must be running in a network device so that video analysis
modules can run. (Standard, Professional e Enterprise)
The "Digifort LPR Server" must be running in a network device so that LPR modules can run.

(Standard, Professional e Enterprise)

The "Digifort Mobile Camera Server" must be running so that the Digifort Mobile Camera module
can run.

How to initiate the Digifort Server service

To initiate the Digifort Server senice, first it must be installed. Carry out the following steps to

correctly initiate the senice:

1.

Select the senice “Digifort Server”

© 2002 - 2017 by Digifort, all rights reserved
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2. Click on Install Service, a confirmation screen will be shown, informing that the senice

was successfully installed.

3. Click on Initiate and wait while the sener is initiated. The process of initialization

terminates when the message “Senvice functioning...” appears on the status bar.

Note

If the server was stopped for some reason and initiated again, the initialization process can be
slow, since a check-out has to be carried out in all of the existing recordings, creating a disk

structure map.

2.3 How to stop the Digifort Server service

At any moment, the execution of the Digifort Server senice can be interrupted. When this is
done, the server will no longer execute any function such as, for example, the administration of

alarms and recording of the cameras.

The process of stopping the Digifort Server is quite simple, just clicking on the Stop button.
When the seniice is successfully stopped, the “Senvice stopped...” should appear on the status

bar.
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3 Basic functions of the Administration Client

The Administration Client is the system module of Digifort that is responsible for the server
configuration. In this module you will be able, among other things, to register the cameras, set
alarms, check the status of the server and set the users who will have access to the system.

The Administration Client can manage unlimited servers simultaneously, simply by registering the
desired servers. There is no limit to the number of customers and the number of cameras to be
monitored, depending only on the storage capacity and server processing.

3.1 How to execute the Administration Client

To access the Administration client, locate the icon Digifort Professional 7.2.0.0 administration
client on your Desktop or on

Start Menu->Programs->Digifort->Administration Client and run it. The Administration Client will start
as shown in the figure below:

4 I_" Digifort Servers
W
b ‘ Recording Server
b é 1/0 Devices
5 +(7) Mlerts and Events
> ‘: Users
i Saeenstyles
- @ vops
b & Analytics
-:> ﬁ License Plate Recognition
E:; a Settings
‘ Server Information
6 ‘Web Server
-} .) RTSP Server
L g P Licenses
.‘; - Logs
2 @ Digifort Analytics Servers
b Q Digifort LPR. Servers
‘ Digifort Mobile Camera Servers

0 @ ° 0 Enterprise 7.2,0.0 Beta 1

Administrating the server Local Server {IP: 127.0.0, 1 Port: 8600)...

The Administration Client offers the following initial configurations:
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P l‘ Digifort Servers

o {J focal Configurations Menu: This menu displays the
> gl Recording Server configurations available for the selected server. The
>l Alarm Devices configurations are shown in tree format that is, with items
Q Alerts and Events and sub-items. To access some senrver configuration,
N et click on the desired menu. The configurations related to

""" BB saeenstyies the selected item will be displayed in the reserved area at

@ vor: . the right of the item.
P l:itt Analytics
» & License Plate Recognition

:- ’n Settings

----- ‘ Server Information

e Web Server

b @ RTSP Server
: # Licenses

: || Logs

3 ﬂ Digif‘o:.ﬁ.nalyﬁcs Servers
‘ Digifort LPR. Servers

ﬁ Digifort Mobile Camera Servers

3.1.1 Add Server

o Add Server: Starts the inclusion of a server. Use this button to add senvers that
are administered by the Administration Client. To learn how to include senrvers
see How to configure the servers to be administrated

3.1.2 Modify Server

@ Modify Server: With the server selected, this option shows the server
settings configuration.

3.1.3 Delete Server

Q Delete Server: Delete selected senver.

3.1.4 Disconnectfrom server

0 Disconnect from server: Terminates the connection and administration of the
selected server. To disconnect from a server, select it in the Configurations
Menu and click on this button

3.1.5 About Digifort

m About: Show information about current Digifort version.
=

3.1.6 How to configure the servers to be administrated

The first step to be done in the configuration of a server is to add it to the list of servers to be
administrated by the Administration Client.
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To add a server, click on the Add Senrver button, opening the server registration screen, as
shown in the picture below

Add Digifort Server (=]

Server |

l. Add Digifort Server

Server Mame

Server IP Port
8500 =

Servers

A 152, 188.0. 14:8600
A8 192. 168.0. 10:8600

[ox ] [ oo

e Server Name: Enter the name of the server to be added. After confirmation of the data, the name
of the server cannot be changed..

e Server IP: Enter the IP of the server to be administrated.

e Port: Enter the communication port of the server. As a standard, the port is 8600. The
communication port of the server cannot be changed, this configuration should only be changed if
accessing the server located in remote places, for example, Internet.

e Servers: This list will contain all of the Digifort servers that the Administration Client found in the
network. Upon clicking on one of the servers, the IP and Port fields (described above) will be filled
in automatically, leaving only the Server Name field to be entered to complete the registration.

After correctly informing all data, click OK.
After inclusion of the sener, it will be displayed in the Configuration Menu as shown in the picture
below
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3.2

4 !i@ﬂ Digifort Servers
@ [—d
E! | Add Server

Modify Parameters

Delete Server

A W

D - Isers
L. aim Screenstyles

------ m M=ne

To change the parameters of a server already saved, click on the right button over the desired server
and then click on Modify Parameters. In the screen that opens, modify the data as necessary and
click on OK.

To exclude a sener, click on the right button over the desired server and then click on Exclude
Server. Click on Yes on the confirmation message that appears.

Tip: If the Digifort Server is being executed on the same computer as the Administration Client, the
Loopback IP, identified by 127.0.0.1 may be informed.

Tip
If the Digifort Server is being executed on the same computer as the Administration Client, the
Loopback IP, identified by 127.0.0.1 may be informed.

How to connect a management server

After adding the sener, locate in it in the Configurations Menu and double-click on it. Once this is done,
you will be asked to provide a username and password to access the sener configurations as shown in
the picture below:
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Server Login E|
Login |
l. Digifort Server Loain

Server: local
IF: 127.0.0.1
Port: 3a00

User

admin

Password

Biopass

Biopass reader not connected

o | =

e Username: Access username.
e Password: Password for access.

Enter your username and password to access the server. If this is the first time you are accessing the
system, insert the same username as the admin and leave the password blank.

Once you hawe filled in the access information, click on OK. If the authentication for access is
successful, the Configurations Menu opens showing the configurations available for the server, as shown
in the picture below:
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4 l! Digifort Servers

4 " local

b ﬁ Recording Server
::-, i Alarm Devices

;:s O Alerts and Events

ﬁ Analytics

::-, & License Plate Recognition
;} ﬂ Settings

----- * Server Information

------ Web Server

::-, Qﬁ" RTSP Server

....... P Licenses

:-, Logs

“Note

The admin user is the only user that cannot be removed from the system and has every right of
access. For security purposes, a password must be given to stop unauthorized people accessing
the system.
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4

4.1

Licensing Digifort

To unblock the system, it's necessary to execute the licensing of the software.

For the Professional version of Digifort, a base license with support for recording of 8 initial cameras
must be acquired. License packs can also be acquired, which offer support for the management of
more cameras. The maximum limit for Digifort Enterprise is 64.

It's important to emphasize that the licenses are only for the recording of cameras. Supposing that
we have a park of 16 cameras, but hawe licenses for the recording of only eight. Then only eight can
be recorded, the other eight can only be visualized.

The licenses only work in the server for which the registration solicitation was made. This is because
each senver generates a different counter-password and the licenses are granted on basis of this
counter-password, making them unique.

There are two methods for licensing Digifort, licensing via Internet and via license files.
Licensing via Internet is the safest and the most recommended, but in case your server has no
access to Internet, use licensing via license files.

Tip
As Digifort functions in the Client-Server platform, the registration request doesn’t have to be
made by the server itself, that is, any other computer in the network can make this request by
way of the Administration Client.

Important
If the recording server is formatted, a new counter-password is generated by the server. Thus, a
new registration must be made.

How to configure the licenses

Before starting the server, check if the Hardkey, which is sold in conjunction with the software,
is correctly connected in your machine.

To begin the Digifort licensing procedure, after logging into the server, locate the Licenses item
in the Sener's Settings Menu, as shown in figure below:

P v s
------ Web Server

’ﬁ I RTSP Server

I) Licenses

:_: Logs

(S

Once this is done, information on the present status of Digifort licensing will be displayed on the
right side, as illustrated in the figure below:
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v i Dofort Servers Chject Type Total Licenses Licensed Objects Used Objects Observations

8 ogont ) camers
vl 1/0 Davice
ok Recerdng Server Edge Analytics
o 10 Devces Edge LPR
Q Aectaznd Deemin Camera (Failover)
A ueers

B Screenstyies
ry ¥ Edge Analytics (Failover)
s

Edge LPR (Failover)

8 5 3 Hour(s), 54 Minuta(s) and 50 Second(s)

3 Hour(s), 54 Minute(s) and 50 Second(s)

1/ Device (Failover)

o ooooooo
oo oooo M

8
1
1
1

ﬂ Analytics
8 Lcense Plate Recogriticn
L} settings
W server information
£ wieb Server
@) s Server
{ Lcenses
(%] Logs
PR Digifort Analytics Servers
‘ Digifort LPR Servers
M 0o fort Mobie Camera Servers

0 O | Corfigure Licenses Dema license:
Administrating the server Local (IP: 127.0.0. 1Part: SSGD!...

From this screen, it is possible to retrieve the following information:

o Total licenses:Number of licenses installed on the server of a given type of object.
¢ Licensed objects:Number of licensed objects for the type of object.
¢ Objects Used: How many objects are using the licenses at this time.

Types of licenses:

Camera: License to release camera recording.

1/0 Device:License for the use of I/O boards.

Edge Analytics:License to use bundled analytics.

Edge LPR:License to use bundled LPR.

Camera Failover: Allows the use of the Failover feature for a given number of cameras.

1/0 Devices (Failover):Allows the use of the Failover feature for a given number of I/O

devices.

o Edge Analytics (Failover):Allows the use of the Failover feature for a given number of edge
analytics.

o Edge LPR (Failover):Allows the use of the Failover feature for a given number of edge LPR.

To learn more about licensing, see your dealer.

To configure server licenses, click on the Configure Licenses button.
This action will prompt the License Manager to run, as illustrated in the figure below:
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Licenses Manager

(]

Licenses

Licences Manager
Installed Licenses
License Software Part, Mumber Type of Lic...  Type of Object Objects

231-DGFLIC:BGONn... EMTERPRISE DGFPR1116VE Pack Camera 16
231-DGFLIC:BG3NN... EMTERPRISE DGFPR2001YE Base Alarm Device 1
231-DGFLIC:BGSNN... EMTERPRISE DGFPR1104vE Pack Camera

231-DGFLIC:BGONN... EMTERPRISE DGFPR.1008YE Base Camera 8

add | | Delete

In this screen, all licenses installed on the sener are displayed. To add a license, click on the
Add button and to remowe a license, select the desired license and click on the Remowe button.

Upon completing settings, click on the OK button to close this screen.

Observation
If the base license is removed, the pack licenses will not be loaded and will disappear
automatically from the screen. The pack licenses can only be loaded if the base license is
installed.

411 How to add alicense

To add a license, click on the Add button in the License Manager.
The license addition screen will be displayed as shown in the figure below:
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Licenses
_'_':? Add License

| BYOF-DGF-BA4EASF-20D306"6E9D5B/D248-MKEY-933052 |
Copy to dipboard

If you are not yet a Digifort dient and wish to test the system dick "Send Registration data” and
fill in all data correctly to receive a dema license for 1 month.

Send Registration Data

Click "Online Licenses™ to add your license via Internet. If you have just made the license request,
this will take 1 to 2 workdays to be available in our server.

Online Licenses

If you received your license file by e-mail, did: "Insert Licence File™ to add the license to the
system,

Insert License File

This screen shows the password generated by the software and provides the resources
to perform the licensing. If there is the need to send the password to the dealer, simply
copy it by clicking on Copy to the clipboard.

41.2 How to send data for registration

The first phase in licensing Digifort is the sending of data for registration. This process
consists of filling out the user’s data which will be sent together with the counter
password of the server to the Licensing Center.

With this data at hand, the Licensing Center will generate the requested licenses and a
confirmation will be sent to the supplied e-mail address.

To start the process of sending registration data, click on Send data for Registration.
This action will open a form to be filled out with the client’s data, as shown in the picture
below:
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Send Registration Data

Send Data |

%% gend Registration Data

Company name (¥

Contact name (*)

Email (*)

Phone ()

Country (%)

Remarks

# Demo license

™ Official license

Certificate number: [%)

L3

m

Close

After correctly filling in the fields, click on the Send button. Your license will be
generated in at most two weekdays. When your license is finished, you will
receive a confirmation letter by e-mail with all of the instructions for installing

the license.

These instructions are also described in the following pages of this manual.
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41.3 How to install licenses via Online Licenses

Licensing via Online Licenses is the safest and most practical way to license
Digifort.

After receiving the license confirmation e-mail, click on the Online Licenses
button. A window will be opened listing all of the available licenses for your sener,
as shown in the picture below:

Online Licenses [=]

Oniine |

q} Online Licenses
Part Number System Quantity License type Creation date Expiration date Install
DGFEN1890V7 Enterprise jit] Demo 9/12/2014 8/1/2015 ¥

Available license for installation
Installed license
Expired installed license

Expired license

Close: |

To install the licences, locate the desired license and then click on the icon in the
Install column. In the case of installation of official licenses, install the base license
first, then all of the pack licenses. And in the case of demonstration license
installation, install it normally.

After installation of the licenses, click on the Close button.

414 How toinstall licenses via license files

In case your server has no access to Internet, you must use licensing via license files.
To carry out this process, copy the counter password of your server and send it via e-
mail to Digifort. Your license will be generated using this counter password. Soon
afterwards, the license files will be sent to your e-mail address.

To install the license files in the Digifort Server, copy them to the server or to some
network unit that it has access to and click on Insert License File. A window should
open requesting the location of the license files.

Locate the files and open first the base license file and afterwards all of the pack license
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files.

Observation
Some errors can occur using this licensing method. This is due to the fact that the
licensing process is being carried out by means outside of the realm of Digifort. The
most common errors are: sending of an incorrect counter password and corruption
of the license files sent by e-mail. For this reason, try to use the Online Licensing
method.

41.5 Enabling a temporary license

The temporary license feature was created to enable the software demo. Once the temporary license is
activated, the software will work for two hours.

To activate the temporary license click on the Demo License button as shown in the Picture below:

Total number of Licenses: 0 License(s) (0 Cameras) (0 Alarm Devices)

Temporary License: 0 Hour(s), 0 Minute(s) and 0 Second(s)

Configure Licenses I [ Demo license J

Then click on Activate temporary license as shown in the picture below:
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Demo license selection @

Demo license

3
? Configure demo license

30 Days demao license. This license allows unrestricted use of the system at certain time,
allowing a detailed evaluation of all its features, stability and performance. To request your
demo license you must complete and submit the application form.

Reguest demo license

4 Hours temporary license, This license must be used for demonstrations of the system, with it
vou will have enough time to make a brief presentation, without having to fil out the form, or
wait for & demo license. After the expiration of the license, the server must be restarted for a
new temparary license to be activated.

Activate temporary license ]

Close

You will see the window shown below; click on yes to install the license.

o - b
Temporary Licence ﬁ

|@| The temporary licence, when activated, will grant the functicning of the

¥ whole systern for a period of 2 hours, This peried can be used for testing
or dernonstrating the system. When the licence period expires, you will
hawve to restart the server in order to reactivate the licence, Do you really
want to activate the ternporary licence?

| sim || NEo
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5 Registering Digifort

After licensing Digifort, it is necessary to register it. The registration of Digifort will guarantee that
you receive notifications of product updates, news and special offers. It will also guarantee that you
receive technical support and installation support, as well as additional benefits.

If you decide not to register, you will not be eligible for updates, upgrades, technical support or
installation support.

Registering Digifort, you will receive a registration code which, for security reasons, will also be
stored in our licensing center. If you use a hard key and it becomes necessary to format the Server
or reinstall Digifort, out licensing Center will identify your server and will automatically register it
again.

5.1 How to register Digifort

After inserting your usage license, the software’s registration window will automatically be
displayed, as shown in the figure below. To understand how to install licenses in Digifort, see

Licensing Digifort.
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Server License Registration E|

General

Server License Registration

About Registration
Your Digifort product is licensed but not registered yet.

By registering your Digifort product, it will ensure you receive notifications
of product updates, newsletters and spedial offers. It will also gquarantes
you receive technical and installation support as well as additional benefits.

If vou choose not to register, you may not be eligible for product updates,
upgrades, technical or installation support.

Digifort is committed to protecting your online privacy. Any information
provided to us will remain strictly confidential.

| COnline Registration

If this computer has Internet connectivity, please, dick the Online
Registration button to proceed.

Recommended method Online Registration

Offline Registration

If this computer doesn "t have Internet connectivity, please, dick the |
Offiline Registration button to proceed.

Offline Reqistration l

Cancel

Registration of Digifort can be done in two ways, Online and Offline. The Online method is
recommended, but can be used only when the computer which is executing the Administration
Client is connected to Internet. The Offine method must be used when the computer has no
access to Internet.

If you wish to register later, close this window and select the desired option, as shown below:

Postpone Server Registration @

Do you really want to postone the registration process?

Remember me:

In 3 days
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To register Digifort online, click on the Register Online Button. A screen will be displayed with

the form to be filled out, as shown in the figure below:

Cnline License Registration

=

General |

Q Online License Registration

Trading name

Contact person name
Email address (%)
Retype email address (%)
Telephone Mo (*)
Address

City { Suburb

State / Province

Country (¥} -- Mo Selection -

Postal code
Installer company name
Installer name

Installer telephone Mo

Send

m

-

Cancel

Fill in all of the fields and click on Send. A registration confirmation screen will be
displayed, together with your registration code, as shown in the figure below
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Online License Registration @

General |

Q Online License Registration

J

The registration of your server license was
completed successfully. Your registration
code is 9337-79795-871-85659

Product registration &J

a N
[0] The server was registered successfully
k. o

Cancel

5.3 Registering Digifort Offline

To register Digifort offline, click on the Register Offline button. A screen will be displayed with
instructions on how to register Digifort. Follow the instructions shown in the screen and click on
Register.
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Offline License Registration =y
Reqistration
E Offline License Registration
Machine Code
E19C-DGF-DBBF1EC-D1EF1 *0A29DF/4DCE-MKEY-248569
Intructions
To register your Digifort product, follow the steps below:
1, License Registration Website
I IJsing a computer with Internet connectivity, navigate to the address:
http: /fwwew. digifort. comLicenseRegistration. php
2. Machine Code Required
Fill in the form using the Machine Code provided above
1 | ]
3. Registration Code
After you complete the registration form, you will receive a "Reaqistration Cade”™,
Paste this code into the field below and dick on the "Register” button
Registration Code
| I
Paste the registration code here
i Register l
I
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6 Recording Server

This chapter is dedicated to the Recording Server of the Digifort System. It is in this module that the
cameras are registered and their functioning is monitored.

The Recording Server is divided into two modules, the Camera module where the cameras are
registered, and the Status module where the functioning of the cameras is monitored.

The Digifort System works with the main brands of digital cameras in the market and accepts
analogical cameras as long as they are connected by way of a video-server device. These cameras
can be located at the same site where the server is or can be remotely connected by way of some
network connection. The main attributes of the configuration of the cameras, such as image
resolution, number of frames per second and visualization rights are configured in the Digifort
System and automatically applied to the cameras, regardless of location and without stopping the
recording of the other cameras.

Performing tasks such as recording, video playback, system settings, query events, live monitoring,
location of images are possible so that a task does not generate reflections in another.

The Register of Cameras is one of the most critical parts of the system, since a bad configuration
can lead to the malfunctioning of the system. Therefore, careful planning must be done beforehand,
collecting data such as the number of cameras, desired number of frames per second, days of
storage, available disk space, etc.

6.1 How to add a camera

To access the Register of Cameras, locate the Recording Server icon and then click on the
Cameras icon, as shown in the picture below:

4 !ﬁ Digifort Servers

4 !! local

------ @ Cameras
B ﬁ Edge recording

Once this is done the register of cameras will be executed, as shown in the picture below:

© 2002 - 2017 by Digifort, all rights reserved



42

Administration Client - Version 7.2.0.0

4 H Digifort Servers -

MName Description
4 “ Local Server vl vlc
4 ‘ Recording Server
i Status
.| Edge recording
3 ! IjO Devices
3 @ Alerts and Events

l.> J Users

B Screenstyles

H Maps
B ﬂ Analytics
|:> ‘ License Plate Recognition
P ﬁ Settings
' Server Information
e Web Server
4 .} RTSP Server
? Licenses
3 -- Logs
» IR Digifort Anzlytics Servers
8l Digifort LPR Servers
: ‘ Digifort Mobile Camera Servers

©O ® Q0 0 [ m |

Administrating the server Local Server (IP: 127.0.0.1 Port: 8600)...

Import | ‘ Find ‘ ‘ Export

To add a camera, click on Add. To modify or remove a camera, select the desired camera
and click on the corresponding button.

6.1.1 Camera

6.1.1.1 General
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General |

@t General camera data

Camera name Camera description

teste teste

Manufacturer

| 35 Vision ~ | POCKETMET Tech Inc.

Camera model Firmware

(35 vision N1071 ~| [1.010r greater ~

Camera address Part {30} User Password

192, 168.0.111 (=) = = (&)

Camera shortcut Latitude Longitude Connection timeout (Milliseconds)
-23.570171 ~45.693130 [Ea| 30000 =

Recording directory ]
Critestel e

[] Activate camera

OK l I Cancel

e Camera Name: Enter a name for the camera. This name will be used as an internal
reference of the system. Therefore, once saved it cannot be modified.

¢ Description of the camera: Enter a short description for the camera to aid in its
identification. In the Surweillance Client it is this description that will help to identify
each camera.

¢ Manufacturer: Select the manufacturer of the camera to be inserted..
¢ Model of the camera: Select the model of the camera to be inserted.

e Firmware: Select the version of the firmware of the camera to be inserted. As
default, upon selecting the model of the camera, the last version of the firmware is
automatically selected. In most cases, the choice of the most recent firmware allows
the camera to work perfectly in all of its modes.

e Camera Address: The IP or DNS address of the camera. The IP address to be used
should hawe already been internally configured in the camera.

There is support for IPV4 and IPV6 upon registration. When using a literal IPv6 address

in the system, it must be placed between brackets ("[" and "]").

For example [2001:db8:85a3:8d3:1319:8a2e:370]. If the address is literal IPv4 or DNS,

the address must not contain brackets.

e Arrow button: Opens the Windows Command Prompt with the ping command
configured with the camera IP.

e Port: Camera communication port. Most cameras on the market connect through
port 80. The port to be used must be internally configured on camera in advance.
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¢ Username and Password: Enter the user that Digifort will use to authenticate the
camera. Check your camera's manual to find out the default user and how to add
more users. Enter the password that Digifort will use to authenticate the camera.
Check your camera's manual to find out the default password and how to change it.

¢ Important: It is recommended that you inform the camera user and password in the
proper fields, because some cameras features depend on such information for a prior
authentication and execution of the requested command. The user to be entered
must be the camera administrator user. To obtain this information please check your

camera's user manual.

e Camera shortcut: Choose a shortcut to the camera so that this camera can be
quickly displayed on the sunweillance client screen through this shortcut.

¢ Latitude and Longitude: Fill in longitude and latitude data of the location where the
camera has been installed. This option can be used to create maps for easy

positioning of the camera.

¢ Select Google Maps coordinates: Facilitates filling the Latitude and Longitude

fields with automatic selection in Google Maps. By clicking this icon |E| the

following screen will open:

Google Maps |
@ Selecionar coordenadas do Google Maps
J
Pesquisar endereco
Pesqguisar ]
+ o [Maps | Ssraire | *
il . Reing Unido
Canadi =
Polénia
A.’emal_\ha e Fcrama 1 Cazaquisthe %
Franga o Mongdlia
Il ;
Estados Espanha ¥
Unidas Dceano Mkl : China Caréia
Atlantico ; Afeganistio do.sul
Narta lraque rag i
[ argétia | g | Egito Paquistdo !
- Ardbia L e
et S e Taildndia
Mali | Niger | Sudéo \
AL = {Chada
Il Venezuels 1) Nigéria™ Eticpia
R Calbmbia | Y
e -Duinia
S {ranzénia Indonésia
GE U5 Angola
Bollvia EE
N&M'E‘;gu;na Madagazcar Oceano
indico =
no Chbe Oceano ! ! L Aush
o Sul A Atlantico Sul rica
do Sul
Argentina
Go gre oy fe P e | Temosdeusa N
Latitude: 0.000000
Longitude: 0.000000
oK Cancelar

Simply select the desired position and the Latitude and Longitude fields will be filled in

automatically.
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Google Maps
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e Connection timeout (in ms): This parameter is used by the system when the
connection with the camera is lost somehow. Then every X milliseconds the system
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will attempt to reestablish the connection, in which Xis the specified value. To convert
this value to seconds simply divide the value by 1000. By default this parameter is
configured to 4000 ms (4 seconds).

¢ Video port: If the device to be inserted it a video-sener, select the number of the port
on which the camera is found. This field will only visible for video-servers with more
than one port.

¢ Recording directory Digifort allows camera recording to be distributed among
seweral disks. For this purpose, select the recording directory for images of the
camera to be inserted. It's possible to record in network units, that is, in the disks of
other computers in the network. To learn how to use this feature, see Network Units.

¢ Activate camera: Indicates whether the system must record the images received
from the camera.

Attention
Digifort is responsible for administrating the structure of directories used in camera
recording. Therefore, no file of its database should be excluded manually, and the
camera recording directory may not be created by any means other than Digifort such
as, for example, Windows Explorer.

6.1.1.2 Lenses

Digifort allows the use of two types of integrated camera lenses: normal and panamorphic.

The standard Normal lenses are those that most cameras employ, ie with an opening that does
not create a large image distortion.

Panamorphic lenses use an opening angle that focuses on a full 360 degrees. In this case, the
image looks oval and distorted. See the image below:

© 2002 - 2017 by Digifort, all rights reserved



Recording Server 47

With this integration, Digifort makes what is called "dewarping", ie removes the distortion and
you can see the image normally. This type of lens works very well with mega-pixel cameras,
because with only one camera it is possible to focus all angles of a room and split the image as
if it were from multiple cameras. See the example below:
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NOTE: Panamorphic lenses do not function as "fish eye" lenses, i.e. a fish eye camera should
be integrated according to its manufacturer. The advantage of Panamorph lens is that it can be
used in any camera with 1/3 sensor.

To learn how to use this feature live, see the monitoring client's manual.

See administration client settings in the screen below:

Lens

-

)
‘L.\-" Lens

Lens in use
(@) MNormal
() Panomorph

Fisheye

e Lens used: Select the type of lens being used
Panamorph lens settings

e Lens Type: Select the model of Panamorph lens being used.
o Position the camera: Select the location that the camera is installed: Wall, Ceiling, Ground
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6.1.1.3 Motion Detection

6.1.1.3.1 Use motion detection via softw are

When using the movement detection via the Digifort certain care must be taken
regarding the server processing and even identifying certain areas of interest in the
image for detection.

Always remember that the movement detection via a software will always increase
the server processing of images recorded. This happens because for each camera
with active movement detection the Digifort has to decode each sequence of frames
and of that sequence only two frames are compared. An example of a CPU
increase: decoding of the whole sequence of frames every second from a megapixel
camera with H264 compression.

To reduce the processing activity of the Digifort server, when set up to detect
movement via the cameras, there is an option that allows to detect movement with
a lower resolution media profile. In this way, images can be recorded with a high
resolution and movement detection with a low resolution. The lower the resolution
used for movement detection, lower is the processing needed. For good detection,
the CIF minimum resolution is recommended. As for the frames per second, only
three frames per second are indicated because in a 30-frame sequence only 2
frames would be analyzed.

To select a media profile to for movement detection select the option Use an
alternative media profile to detect motion and select the media profile chosen
as indicated in the picture below.

Motion detection |

g Motion detection settings

@ Use software mation detection
[7] Use an alternate media profile for motion detection

Gravacao

Configure sensor

") Use motion detection by external notification
Motion detection end interval
1500 % Milliseconds

To learn how to use media profiles, refer to the Media Profiles chapter

The Movement Sensor consists of a tool that allows the user to define image
areas that are sensitive or not to movement.

Setting up the movement sensor is very important in term of economizing space in
the disc used by the camera. If you have chosed the recording method for
movement detection, it is recommended that y